User Manual




Contents
INEFOTUCTION. ... b bbb b bbb b s bbb bbbt bt bbbt bbbt et benn e 1
1.1 NVMS-5000 Brief INTFOQUCTION. ......couiiiiiiiiiiie ettt ettt st sb e b et sbe b 1
1101 SUMMEFIZALION ...ttt ettt b e bbbt b e bt b e b s b e e Rt e bt s be s b et et e ebe s b et enesbenbesbeneas 1
1.1.2 SOFtWAIE ATCNITECIUIE ...ttt bbbt b et b e b bttt sbe s be st neebenbenbeneas 1
1.2 SYSEEM COMPONENTS ......eiuiiitiitietieteite sttt et sttt et st e st e be e e et e sbeehe et e sbesheeae e s be e beeh e e s b e ebeebeeh e e nbeeb e s beenbenbesbesbeennenre e 2
N Y =] o PO TR U TP URTURUPTT 2
1.2.2 FrONE-BNO ACCESS. ... ettt stttk b bbbt b b b h bbb bbbt bt bbbt bt e bbb ekt e bt s bbbt et e nbe b 2
1.2.3  BaCKGrOUNG IMONIEOT .....ceiiiiiiiiiieieeese e bbb bt b e bttt bbb st et sbe b e 2
A S o011 (o] I =T T SO TSR TSOURPRPRPIN 2
1.3 NVMS-5000 Version INtrOUUCTION.........cviiiiiieiiiieesie sttt sttt ettt b bbb b e be b b 3
Configuration REQUITEMENT .......coi ittt ettt et st e e b e et et e s beese e besbesbeeseestestesreeseenre e 4
2.1 Software and Hardware Configuration REQUIFEMENT ..........ccceiiirieiriiiiierei et 4
2.1.1 S&H Config Requirement for CONtOrT CENLEN .........ccvvveeeiiceieeee e 4
2.1.2 S&H Config Requirement for Background MONILOL..........ccciiviieieiiein e 4
2.2 ReqUIremMENt FOr FIFEWAIL..........ccveeiie sttt ae b e e esaesbesneeseestenteenaeeenrens 4
2.3 Confirm Installation ENVIFONIMENT ..........coiiiiiiiieiie ettt bbbttt st bbb e neens 5
Install and UNINStall the SOFIWAIE ...........cooiiiiie et 6
3.1 INSTAI TNE SOTIVATE ..ottt bbb bbb bbbt b e bt b e et b e bttt et e b e 6
3.1.1 Install AUtHENTICATION SEIVET ........oiiiiieiieee bbbttt bbb e s 6
3.1.2 Install Media TranSTer SEIVET .......c.oii it bbb bbb b et sb b 11
R TR T T =L X 11T o OO PTRSRRPIN 13
R T0 S 1S =L I o O N LY TS 14
3.2 UNINSTAIl T SOTEWAIE .......evieeicieiee ettt bbb s b s be st e s e nbesbeseeneeteseeseeneas 16
YA 10 (I OXo] a1 T T = £ o] o USSR 18
4.1 AULNENTICALION SEIVET .....cuiitiite ettt b e bbbt b e bbbt bbbt b e s b bttt st b nens 18
4.2 Configuration ManagemEnt CENTET ..........uciiiierieiiesie ettt sttt st b restesbe b e e besbesbe e eneseeseeneens 19
I Y ot IS =1 1 0SSR 23
O TN R O =T 1L N 1 PP P PP PP PP PPPUPROPRPPIN 23
B o [0 I T ot RS 23
4.4 MEdia SEIVET SEELINGS. .. ..eeiveiieeieiete sttt et bbb e bbb bbbt e bt bt s bbbttt b es 27
O R O3 - | AV [=Ta P B T-T A PSP 28
4.4.2 Modify the Media Server 0f the DEVICE........cvcvi it 28
A.4.3 SEAME MEIA SEIVET ...ttt bbb b bbbt b bbbt s bt e b e e bt b e s b b ettt b e b neens 29
IS (o] [0 T IR Te V=T g 1= 1] o PSSR 30
I R AN [0 IS 0 = Vo [ =T Y U 30
4.5.2 Add Channels t0 STOrAgE SEIVEL ......coiuiieirererieiee sttt sttt sttt see e tesbesee e eseseeseesaenes 31
4.5.3 Setup RECOIT SCREUUIE .....ccveceieieie ettt e st et e s be e e e besbesne e e e sreenas 31
454 STAMTPC-NVR L.t b e bt e st e st e e s b e e st e e sbeesbeesbeesbeesbeesbeesbeenteesbeens 32

4.5.5 TP-SAN CONTIGUIALION ...c.viitiiiieieie sttt ettt b et e et st sbeeneesbesbesbeeneeneeneas 34




O N g IS T=T VT T 1 o 1SR PRURTTRN 38
4.6.1 AlArm LiNKAGE SELHINGS ...veiveeieiiriiiieeieie sttt sttt sttt st sbessee st e sbesbe e st e nbesbesbeeneeseeneas 39
4.6.2 Alarm SCedUIE SEEHING ....ocuoiviieieie bbb et b e bbb b s 42
G T AN =g I LSS 43

STl 1= o ] [T ] o OO 43
O R O 1= 1S Tod =T 1] L SR 43
4.7.2 Modify OF Delete SChEAUIE ......c..o it sre e 44
4.7.3 Set Shedule fOr All APPIICALIONS ........ooviiiiiiiee e bbb 45

TG 1= ot o (=] gt o OO OOV 45

T T e AV T o T T PP PP PR UPRUPRUPRPN 46
e B R O =T 1Ll = |V - o PP PP UPROPPUPROPROPN 46
4.9.2 Modify the Map and Add HotSpot and HOLZONE ..ot s 47

4.9.2.1 MOIFY IV ..o bbb bbb bbb b bbb bt n et e e nes 47
T A Ao (o o [0 17 e 1 OSSN 47
T e B Ao (ol o 63 oo ARSI 48

OO e s g To =T 4T3 o] SRR 49
0 J0 Ao [o =T T STR 49
OBV ToTo 1) YA =Y g oY 4 4T3 o] o SO SRP 50
4.10.3 MANAGE ONIINE USEIS......uiiieieeiesiesieeeetesesteesee e stesseesteste e sseeseestestesseeseestesteaseeeestesteeneesteseesneeneenennes 52

4,11 SYSEEM QNG SECUFTLY ..vevveiieiiiteiteieie sttt sttt s bbbt b e be b e e seebesbesb e e e bt sbesbe s b eseebesbesbe e ebesbenbeneens 52

NV IMS-5000 CHENT ...ttt ettt et et e e s e e et et e e e st e b e s e s b ee e e e be st s e ereee et e e ebe st ebeneseeteneasene e 54

LTS VT a1 (o] @ T o | S 54
ST 0 A v L 1Y [T o] O 1T | A 54
5.1.2 Group and SChEME SEHING......cueiiieiieieieee sttt sttt ettt nesbeseenneneas 56

5.1.2.1 Channel GrOUP SELING ......ooveieeierieieiee st stees ettt sttt sttt st e esesbe st seenesreseeseeneas 56
5.1.2.2 Group DWell SChEmME SEING ......cccveiiiiiiec et nne s 57
5.1.3 LiVE aNd ALGIM PIEVIBW .....oouiiiiieiiie ettt sttt s be et st e st e e ae et e s besbeeneesreras 58
B.1.3.1 LIVE PIBVIBW ..ottt sttt ettt et st e b e et e st e st e e ae et e sbesbe e st e sbesbeenaenresren 58

Lo TRC  N - Vg 0 T €=V TSRS 64
5.1.4 MURI-SCIEEN DISPIAY ... .eueeeieiiiterieieeie sttt ettt sttt s e tesbe b e e sesbesbe st eneabesbesbeneas 65
TN ST o - 1Y - Tod OSSPSR PPN 66
5.1.5.1 PlAaYDaCK IMOOE......c.eoiiiiiicieie sttt sttt st e st ntesre e e e stesrenneenrenrens 69
5.1.5.2 Take Snapshot WhHen PIaYDACK ............ccccveiiiiiiicii et 71
5.1.5.3 Clip and BaCKUP RECOMM ........oviviiiiiiiiiieiiieie ettt et 71
LT T 1Y/ (o = Vo = (= ol o] o OSSN 71
TN T B TC L oIS =1 1 T OSSR 72
TN A = T ISP 73
TR TV (- o T oo SRS 74
TN e = T T Tt 14 o S 75
5.1.9.1 ViIde0 Path SELING ......coiveiiitiiiieiriete ettt et 75
5.1.9.2 System Startup and MaINTENANCE ..........ccverviiiiiiie et re e sren 75

5.2 WNVED CHIBNE .ottt ettt b et b e s b e e be et e st e st e ete e s besbesbe e st e ebesbesbe e st e sbesbeereente st e 75

5.2.1 Operating Environment 0f WD CHENL..........cooov oo s 75




5.2.2 SEAM TE CHENT ...t b e bbb bbbtk bt s b et bt s bt s b b e st et sbenbe e 76

5.3 TV WAIT CHIBNL.....eeeee et bbb b bbbt b b e bt bt s b b e e e b e e bt s b e e b e ebenbe b e st e besbenbenea 77
5.3.1 Create and Connect Decoder t0 TV Wall CHENt ........cccooiiiiiii e 77
5.3.2 STAM TV Wall CHIENT....c.eoiiiiiieee bbbttt bbb e nn e 78
5.3.3 TV Wall QULPUL......eeiiieciee ettt ettt e st st e s et beste e enbesbeeneebenbenteeneenennnas 79
5.3 PIAYDACK ...ttt bbb bR b bRt bbbt b e bbbt benbe b e 92
R R ST (1 o L PSSP PR 93
5.3.5.1 Create or Delete Channel GrOUP ........oiviieriiiiiieie e e et ste et sree e sresresneensennens 93

5.3.5.2 Backup & Restore Settings of TV Wall Client..........cccooiiiiiiiiiiii e 95
Common NVMS-5000 NETWOIFKING .....ccueiveiirierieeieeie st e ettt steeseestestesse e eestesteeneesseseesseensensenees 96
6.1 Server Parameters CONTIGUIATION.........ccveiiii ittt sttt e e sbeste s saenbe e enee e e 96
6.2 NVMS-5000 Networking in a Private Network ENVIronment............cccooeiiiiiincini e 98
6.3 NVMS-5000 Networking with One NetwWOork OPEIator.........ccccuevueiirerieereseseesiesesiesee e stesreeee e e sseeseeseenes 98
6.3.1 Servers with the WAN Static IP Address and Devices with the WAN Dynamic IP Address................ 98
6.3.2 Servers and Devices both with the WAN Dynamic IP AdUreSS ........ccvvvvereinieneieneese e 98

6.4 NVMS-5000 Networking with Multiple Network OPErators .........ccoccvereririenerierieisese et 99
6.5 Client Login via Different Network ENVIFONMENL...........cccooiiiiiiiiiiec e 101




1 Introduction

1.1 NVMS-5000 Brief Introduction

1.1.1 Summerization

NVMS-5000 which combines video capture devices (including various DVR/NVR/IPC), alarm capture devices
(including various alarms and sensors), servers, IP-SAN, clients (including mobile phones) and background monitor
(monitor and TV-Wall) is a set of network video surveillance and management software. It is suitable for large,

medium and small enterprises to use.

Server

DVR /NVRIPC

Monitor

Alarm device /Sensor WL
Mobile phone client

1.1.2 Software Architecture
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1.2 System Components
1.2.1 System

Control Center
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1.2.2 Front-end Access
e Front-end devices include IPC, DVR and NVR.

® You need to connect monitor devices such as IPC, DVR and NVR to internet through hubs or routers accessed by
Cat5 or Cat5e cables (less than 100 meters) or optical fiber.

e  Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.2.3 Background Monitor

o  Background monitors include TV Wall Client, Configuration Management Center and Monitor Client.

® You can setup the real-time image of display devices, these display devices including TV-Wall (decoding images
to show on the TV-Wall through video decoder), digital display screen and so on.

® Run config client through local PC to configure and manage the whole system.

e  Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of

front-end monitor devices.

1.2.4 Control Center

e In the control center, configure servers including authentication server and media transfer server to realize various
service, such as, device authentication(including Web), video transmission, image storage, alarm handling, etc.

e In the control center, add IP-SAN storage array to realize centralized storage.

e In the control center, connect servers and IP-SAN storage array to internet through hub.

e e take the following IP addresses for example in this manual. (Please set up IP addresses in accordance with the

actual situation) :

\[o} ‘ Server ‘ Function IP Address ‘
1 Authentication server Authenticate devices Cincluding Web) 192.168.50.3
2 Media transfer server Transfer images 192.168.50.4
3 Storage Server PC-NVR Store videos 192.168.50.5
4 Storage Server IP-SAN Store videos 192.168.50.6




Note: If servers are installed in the same PC, these servers shall have the same IP address.

1.3 NVMS-5000 Version Introduction

\ersion Signal access on trial Average signal access Max signal access
NVMS-5000 v1.3.2 16 channels video signals 300'4003(;gﬁ2?56|5 e 30000-ch video signals




2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement
2.1.1 S&H Config Requirement for Contorl Center

NVMS-5000 Recommendation for Recommendation for
. . . . Number
components hardware configuration software configuration
Authentication
Server
(including | Inter(R) Core(TM)i3 3.40GHz Wmdg\évg_tslg%e_f 2008
i it
. Serv\é\r/ﬁbt\)larm ;;?rki)/\;eﬁgoi::?\?:gy/woc;la /Windows Server 2003 1
5 i ;
Server/E-Map 32bit/bdbit
Server )
Inter(R) Core(TM)i3 3.40GHz Windows Server 2008 | It is up to the video
: 32bit/64bit format and the number
2 gl st | S SRR CE LIAmRr si0eE /Windows Server 2003 | of channel previewing
SATA/2>1000M NICs 32bit/64bit simultaneously
Inter(R) Core(TM)i3 3.40GHz Windows Server 2008 | It is up to the video
32bit/64bit format and the number
2 ES MR SO SENER CIE LIRSt e /Windows Server 2003 | of channel previewing
SATA/2>1000M NICs 32bit/64bit simultaneously
It is up to the stream,
4 HDD Capacity:500GB/1TB/2TB/3TB — channel and time of the
storage video
It is up to the number of
5 IP-SAN Supports 12/16/24 SATAs — the HDD
2.1.2 S&H Config Requirement for Background Monitor

NAVAIY/SEST0[00)

Recommendation for

Recommendation for software

components hardware configuration configuration N5
Inter(R) Core(TM)i3 3.40GHz . . .
ol eogughCls  DIDIRENY \Ié\:z)rl]‘ggs\,livjnaIZUltiiDalte S2o1oant
GT430 or AMD HD €570 or Windows 8 32bit/64bit | As required
1 Monitor Client | above, above 512MB GDDR5 .
Memory (recommend 1GB S&Qfgssmnal 10 39bit/64bit by user
GDDR5 memory) /500GB pn')’]legs"i"jnal Iwoabl
SATA/100M NIC
Windows 7 SP1 32bit/64bit
Configuration | CPU: 2G or above Professional/Ultimate
5 Management | Memory: 2GB DDR3 Windows 8 32bit/64bit 1
Center HDD: 500GB SATA Professional
TV Wall Client | NI. 1000M Windows 10 32bit/64bit
Professional

2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to setup firewall. All monitor ports shall be

opened in the installed servers. The open ports are as follows:




Server Port Type Port
Authentication Server Internal Port 6003
Web Server Service Port 8088
Internal Port 6006

Media Transfer Server
Auto Report Port 2009
Siloitlye Lo Internal Port 6009

(PC-NVR/IP-SAN)

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open

ports shall be modified accordingly in the firewall configuration.

2.3 Confirm Installation Environment

Item Checkup Standard

Checkup whether the hardware meets the standard required. ( including CPU, memory,

Hardware HDD, etc. )

Checkup whether the software meets the standard required. ( including the type and

STl version of the operation system, NVMS-5000 version, etc. )

Front-end device | Checkup whether the device access is normal.

Firewall setup Checkup whether those open ports of firewall meet the standard required.

Network Checkup whether the networks of front-end devices and center equipments are normal.

TCP/IP config Checkup whether the settings of IP address, subnet mask, gateway and DNS correct.




3 Install and Uninstall the Software

3.1 Install the software

There are three setups, setup of Authentication Server, Media Transfer Server and Client.

3.1.1 Install Authentication Server

1) Find the “setup.exe” file of Authentication Server. A welcome interface will pop up by double clicking it. Now

click “Next” button to continue.

Authentication Server(NVMS-5000

‘Welcome to the InstallShield Wizard for Authentication Server[NYM5-5000]

2)  Select “I accept the terms of the license agreement” and then click “Next” button to continue.

Authentication Server(NVMS-5000) - I

License

Software Installation Licensing Agreement for TVT Technoloy Co., Ltd

1. This software shall be pratected by copyright law, the PRC and intemational copyright
eaties and ather intellectual property laws and eaties, allintellectual property of which shal
belong to TWT Technelogy Co., Ltd

2. &l ownership and intellzctual property rights of this software(including but nat limited ta any
images, pictures, camoors, record, music, |stters and additional program (i, exe, etc),
attached help files and all duplicates of this software shall belong to TYT Technology Co., Lid.
Users shall not copy and modify tese materials independently

3 TVT Technolagy Co., Ltd will regularly update the statement of privacy right ta reflect the
feedback ideas of our company and clients. Dur company encourages your regular
examination for this statement 1o check whether it protects your information or net

4, Users shall not reverse engineer, decompile or disassemble this software and oifenders
must take the responsibilty of such breach

5. This software offered by TYT Technology Co.. Ltd shall be charged. Users wha want to
download, install, copy and distribute this software must be authorized and appraved by TYT
Technology Co., Ltd

3) Click “Browse...” button to set the installation path and then click “Next” button to continue.




Authentication Server(NVMS-5000) - Ins

Choose Destination Lacation

his folder, cicl inztall to & differen

4) Tt will pop up “Microsoft Visual C++ 2008 Redistributable Setup” wizard. If it is not installed in your PC, the

following interface will pop up. Click “Next” >select “T have read and accept the license terms”—>click “Install”.

Microsoft Visual C+ + 2008 [ 18 Microsoft Visual C++ 2008 Redistributz

Welcome to Microsoft Visual C++ 2008 I License Terms I
Redistributable Setup

Be sure to carefully read and understand all the rights and restrictions described in the
This wizard will guide you through the installation process.

license terms. You must accept the license terms before you can install the software.

MICROSOFT SOFTWARE LICENSE TERMS -
MICROSOFT VISUAL C++ 2008 RUNTIME LIBRARIES (X386, IAG4 AMND X64), SERVICE D
PACK 1

These license terms are an agreement between Microsoft Corporation (or based on

where you live, one of its affiliates) and you. Flease read them. They apply to the
software named above, which indudes the media on which you received it, if any. The
terms also apply to any Microsoft

* updates,

-

Press the Page Down key to see more text.

[7]1 have read and accept the license terms.

=

<Back | [ Imstal> | [ cancel

Note: If it is installed in your PC, the following interface will pop up. Select “Repair” and then click “Next” button.

Select one of the options below:

@ Repair

Repair Microsoft Visual C++ 2008 Redistributable to its original state.

) Uninstall

Uninstall Microsoft Visual C++ 2008 Redistributable from this computer.




5)  Click “Finish” to complete the setup of Microsoft Visual C++ 2008.

[ 48 Microsoft Visual C++ 2008 Redistributable Setug

Setup Complete

Microsoft Visual C++ 2008 Redistributable has been successfully installed.

Itis highly recommended that you download and install the latest service packs and
security updates for this product.

For more information, visit the following Web site:

Product Support Center

6) Return to the installation interface of Authentication Server to review settings. Click “Next” button to continue.

Authentication Server(NVMS-5000)

Start Copying Files

Imtall Path: C:%Program FilestAuthentication Server(NY5S500074
Setup Type: Typical

Please select the components for install:

Authentication Server

7)  Check “Create shortcut in desktop” as needed and then click “Finish” button. Now the Authentication Server

installation is completed.

| Authentication Server(NVMS-50




8)  After you finish installing Authentication Server, a wizard for Apache HTTP Server pops up. If you want to

access web client, please click “Next” button to install.

14l Apache HTTP Server 2.2 - Installation W'lza_ g

Welcome to the Installation Wizard for
Apache HTTP Server 2.2.22

The Installation Wizard will install Apache HTTP Server 2,2,22
on your computer, To continue, dick Mext,

WARNING: This program is protected by copyright law and
international treaties.

< Back [ Next > ] [ Cancel

9)  Select “I accept the terms in the license agreement”, and then click “Next” to continue.

ﬁ Apache HTTP Server 2.2 - Installation W'lzar- g

License Agreement

Please read the following license agreement carefully.

Apache License -
Version 2.0, January 2004 '
<http:/'www.apache.orallicenses/»
TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION

1. Definitions.

“License” shall mean the terms and conditions for use, reproduction, and
distribution as defined by Sections 1 through 9 of this document.

(@) I accept the terms in the license agreement

' I do not accept the terms in the license agreement

Installshield

< Back ][ MNext = ] [ Cancel

10) Click “Next” to continue.

4 Apache HTTP Server 2.2W (o

Read This First
Read this Before Running Apache on Windows.,

Apache HTTP Server -

fom]

Whatis it?

The Apache HTTP Server is a powerful and flexible HTTP/M.1 compliant web server.
Criginally designed as a replacement for the NCSAHTTP Server, it has grown to be
the most popular web server on the Internet. As a project ofthe Apache Software
Foundation, the developers aim to collaboratively develop and maintain a robust,
commercial-grade, standards-based server with freely available source code.

The Latest Wersion
Details of the latest version can be found on the Apache HTTP server project page
under:

hitp:iihttpd.apache.org!

InstallShield

< Back ][ Next > ] [ Cancel




11) Set the server information as shown below. The information inputted below is for reference only. It is

recommended to choose port 80 as a service port. Then click “Next” to continue.

4] Apache HTTP Server 2.2 - Installation W'lza_ u

I Server Information
Flease enter your server's information.

Metwork Domain (e.g. somenet.com)
Ihest.mm

Server Name (e.g. www.somenet.com):

|www Jtest.com

Administrator's Email Address (g.g. webmaster @somenet.com):

[=st@ 163.cond

Install Apache HTTP Server 2.2 programs and shortcuts for:

(@) for All Users, on Port 80, as a Service -- Recommended.
() only for the Current User, on Port 8080, when started Manually.

InstallShield

12) Select the setup type and then click “Next” to continue. Click “Change...” button to set the setup path and then
click “Next” to continue.

- ™
ﬁ Apache HTTP Server 2.2 - Installation W'lza- E ‘ﬁ Apache HTTP Server 2.2 - Installation W'lza- u

I Setup Type I Destination Folder
Choose the setup type that best suits your needs. Click Change to install to a different folder

Flease select a setup type. G Install Apache HTTP Server 2.2 to the folder:

C:\Program Files\Apache Software Foundation\Apache2.2)

@ Typical
Typical program features will be installed. (Headers and Libraries
for compiling modules will not be installed.)

() Custom
Choose which program features you want installed and where they
will be installed. Recommended for advanced users.

Instalshield Installshield

< Back ]F Next = ] [ Cancel < Back. ][ Next = ] I Cancel

13) Click “Install” button to start installation.

14 Apache HTTP Server 2.2 - Installation lea_ u

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to begin the installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

InstallShield

[ <Back | mstal | [ cancel

14) Click “Finish” button to complete the Apache installation.

10



Installation Wizard Completed

The Installation Wizard has successfully installed Apache HTTP
Server 2.2.22, Click Finish to exit the wizard.

3.1.2 Install Media Transfer Server

1) Find the “setup.exe” file of Media Transfer Server. A welcome interface will pop up by double clicking it. Now

click “Next” button to continue.

Media Transfer Server{NVMS-5000

‘Welcome to the InstallShield Wizard for Media Transfer Server(NVMS5-5000)

P
’
@5

Media Transfer Server{NVMS-5000

License

Software Installation Licensing Agreement for TVT Technology Co., Ltd

1. This software shall be protected by copyright law, the PR and intemational copyright
reaties and other intellectual propetty laws and teaties, all intellectual propetty of which shal
belong to TWT Technology Ca., Lid

2. Al awnership and intellectual property rights of this softwarefinchuding but nat limited to any
images, pictures, catoons, record, music, letters and addtional program (di, exe, etc).,
attached help files and all duplicates of this software shal belong to TYT Technology Co., Lid.
Users shall nat copy and madify these materials independently

3. TVT Technolagy Co.. Lid will regularly update the statement of privacy right ta reflect the
feadback ideas of our company and clients. Dur company encourages your regular
examination for this statement to check. whether it protects your information o nat.

4, Users shall not reverse engineer, decompile or disassemble this software and oifenders
must take the responsibilty of such breach

5, This software offered by TVT Technology Ca., Ltd shall be charged. Users who want to
download, install, copy and distribut this software must be sutharized and appraved by TYT
Technology Co., Lid

3) Click “Browse...” button to set the installation path and then click “Next” button to continue.

11



4) Tt will pop up “Microsoft Visual C++ 2008 Redistributable Setup” wizard. Please refer to its installation steps in
Authentication Server installation.

5) Return to the installation interface of Media Transfer Server to review settings. Click “Next” button to continue.

| Media Transfer Server(NVMS-50¢

Start Copying Files
R

Intall Fath: C:\Program Files\Media Transfer ServeriNVMSEO00),
Setup Type: Typical

Please select the components for install

Media Transfer Server

6) Check “Create shortcut in desktop” as needed and then click “Finish” button. Now the Media Transfer Server

installation is completed.

| Media Transfer Server(NVMS-5000) -

12



anual

3.1.3 Install Client

1) Find the “setup.exe” file of Client. A welcome interface will pop up by double clicking it. Now click “Next”

button to continue.

f Client{NVMS-5000) - InstallShis

‘Welcome to the InstallShield Wizard for Client{NYM5-5000)

2) Select “I accept the terms of the license agreement” and then click “Next” button to continue.

| Client(NVMS-5000) - InstaliShi

License

Software Installation Licensing Agreement for TWT Technalogy Co., Ld

1. This software shall be protected by copyright law, the PR and intemational copyright
reaties and other intellectual propetty laws and teaties, all intellectual propetty of which shal
belong to TWT Technology Ca., Lid

2. All awnership and intellectual property rights of this saftwarslincluding but nat imited to any
images. pictures, cartoons, record, music, letters and addiional program (dl, exe, eic),
attached help files and all duplicates of this software shal belang ta T¥T Technelagy Co., Ltd
Users shall nat copy and madify these materials independently

3. TVT Technolagy Co.. Lid will regularly update the statement of privacy right ta reflect the
feadback ideas of our company and clients. Dur company encourages your regular
examination for this statement 1o check whether it protects your information or net

4. Users shall not reverse engineer, decompile or disassemble this software and offenders
must take the responsibility of such breach,

5, This software offered by TVT Technology Ca., Ltd shall be charged. Users who want to
download, install, copy and distribut this software must be sutharized and appraved by TYT
Technology Co., Lid
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4) Tt will pop up “Microsoft Visual C++ 2008 Redistributable Setup” wizard. Please refer to its installation steps in
Authentication Server installation.

5) Return to the installation interface of Client to review settings. Click “Next” button to continue.

Start Copying Files

Intall Path; C:\Program Files\Client/NyM$50000,
Setup Type: Typical

Flease select the components for install

Client

6) Check “Create shortcut in desktop” as needed and then click “Finish” button. Now the Client installation is

completed.

| Client(NVMS-5000) - InstaliShi

InstallShield Wizard Complete

3.1.4 Install PC-NVR
1) Find the “setup.exe” file of PC-NVR. A welcome interface will pop up by double clicking it. Now click “Next”

button to continue.
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anual

PC-NVR(NVMS-5000) - InstallShicld Wizard =]

‘Welcome to the InstallShield Wizard for PC-HYR[NVM5-5000)

rd will install Pl

2) Select “I accept the terms of the license agreement” and then click “Next” button to continue.

PC-NVR(NVMS-5000] - InstallShield Wizard =]

License

Software Installation Licensing Agreement for TYT Technology Co., Lid,

1. This software shall be protected by copyright law, the PRC and intemational copyright
treaties and other intellectual property laws and hieaties, all intellectual property of which shall
belong ta TYT Technology Co., Ltd.

2. All awnership and intellectual property rights of this software(including but not limited to any
images, pictures, cartoons, iecord, music, |etters and additional program [di, exe, etc).
attached help fles and all duplicates of this software shall belong to TYT Technology Co., Lid
Users shall not copy and modify these materials independently.

3. TVT Technology Co., Ltd will regularly update the statement of privacy right ta reflect the
fesdback ideas of our company and clients. Our company encourages your regular
examination for this statement to check whether it protects your information or net

4. Users shall not reverse engineer, decompile or disassemble this software and offenders
must take the responsibility of such breach

5. This software offered by TVT Technology Co., Ltd shall be charged. Users wha want to
downlaad, instal, copy and distribute this software must be authorized and approved by TYT
Techrolagy Co., Ltd

PC-NVR(NVMS-5000) - InstallShield Wizard

Choose Destination Location

4) Tt will pop up “Microsoft Visual C++ 2008 Redistributable Setup” wizard. Please refer to its installation steps in
Authentication Server installation.

5) Return to the installation interface of PC-NVR to review settings. Click “Next” button to continue.
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ntall Path: C:AProgiam Files\PCNYRINYMSE000]
Setup Type: Typical

Flease select the components for install

PC-NVR

6) Check “Create shortcut in desktop” as needed and then click “Finish” button. Now the PC-NVR installation is

completed.

PC-NVR{NVMS-5000) - InstallShield Wizard

InstallShield Wizard Complete

3.2 Uninstall the software

If the new version needs to be installed or there is no necessary to use this software, you can uninstall this software. We
strongly recommend that you back up your configuration data before you install the new version of NVMS-5000.

The uninstallation steps of Authentication Server, Media Transfer Server and Client are similar. Here we take
Authentication Server as an example to introduce the uninstallation steps.

Click “Start” =>All Programs—> Authentication Server (NVMS-5000)->Uninstall to pop up the following wizard.

Click “Yes” to confirm.

Authentication Server(NVMS-5000) - InstallShield Wizard

This operation will delete NWVMS-5000 from your computer.Continue?

Then click “Finish” button to completely uninstall Authentication Server.
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| Authentication Server{NVMS-5000) - InstallShield Wizar

Uninstall Complete

Instal

If you have already installed the Apache HTTP Server, please go to Control Panel to uninstall it.
Click “Start”->Control Panel->Programs—>Programs and Features to go to the interface. Select the Apache HTTP

Server 2.2.22 in the program list and then click “Uninstall” to start uninstallation.
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4 System Configuration

4.1 Authentication Server

Authentication server provides a uniform authentication for all devices, servers and clients to access. Therefore, the

authentication server must be started first and continuously.

Double click @l icon or click “Start”=>All Programs->Authentication Server (NVMS-5000) - Authentication

Server to run this server as shown below. If there are no other modules started, no information will be listed.

@ Authentication server

ngnwﬁun Status | /@ Alarm Status
Service Status: Started
Server Name D User Name IP or Domain Address Login Time
4 Media Server (1)
s Media Server 7 192.168.16.177 8/5/2016 10:15:45 AM
Descpription :
Authentication Server is
‘to manage the whole
system.
Name:SKLOXX5MOOFUTIW Port:6003 web server port:8088 Start Time: 2016-08-05 10:10:35 Run time: OdaysOH5M22S

Click icon to pop up the dropdown list through which you can view the version of the server, user manual,

change the web server port and set up server configuration parameters, etc.

About Authentication server

User Manual

Change the web server port

Server start and maintenance configuration

Server configuration parameters

Click “Change the web server port” to modify the web server port. The default port of Web Server is 8088. The web
server port is the port used to access the web client of NVMS-5000. Please refer to 5.2 Web Client for details.
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@ Web Server Es

Please enter the port: 8088

ok | [ conce |

I ——————i
To start the software automatically after boot, click “Server start and maintenance configuration” and check “Software

Auto Startup after Boot”. If “Auto Reboot PC” is selected, please input the username and password of the PC, the time

interval and restart time. Finally, click “OK” to save the settings.

@ Server start and maintenance configuration

| Software Auto Startup after Boot

"] Auto Reboot PC
7

User Name Interval of time

Password Restart time 2:28:15 PM

[ ok | | conca |

—_—
Click “Server configuration parameters” to pop up the following window. You can modify the internal port. The

default internal port of Authentication Server is 6003. If it is changed, the changed internal port shall take effect after

reboot.

Parameter Settings X

Service port |LAN and WAN Mapping | Operator Relation|

Internal Port: @

Ifit is chanaged, the port of the WAN router should be
mapped and the open port of the firewall should be
changed as well.

Setting changes take effect after reboot. l Apply H CK ” Cancel ]

4.2 Configuration Management Center

Configuration Management Center can configure all resource approved by Authentication Server, including devices,
users, media servers, storage servers, alarm server and TV walls. After starting the authentication server, please run

Configuration Management Center to create servers, add front-end devices and configure the whole system.

D

Double click E&2 icon or click “Start”> All Programs—>Client (NVMS-5000) > Client to pop up a login window as
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shown below. Input the username and password (the default username is admin and the default password is admin).

Then set up the IP address and port of the authentication server at the first time. Click “Setup” to pop up a window.

M Authentication Server Setting X

MName Address Port New

Modify

MC Login

Delete
User Name |admin

Default

Authentication

Clien Configuration Management Center

Login Cancel

Click “New” button to pop up a window as shown below.

MC Creat New Authentication Server MC Creat New Authentication Server

Limited to 1-60 Characters Name Authenticatio er Limited to 1-60 Characters
Domain Ad authentication.meibu.com | Domain Limited to 1-124 Characters

Limited to 10-65535. P 6003 Limited to 10- 5.

® You can self-define the authentication server name. If the authentication server runs in the PC which the
authentication server is installed, you can input your LAN IP address (right click ‘“Network™ on the desktop—>select
“Properties”>click “Local Area Connection” —> select “Properties” > choose “Internet Protocol Version
4(TCP/IPv4)’->click “Properties” button to see). The default port is 6003 (If it is modified, please input the modified

port).

Networking | Authentication

Connect using:

E" Realtek PCle GBE Family Controller

e Bl
Internet Protocol Version 4 (TCP/IPv4) Pmpert'le* M
General

‘fou can get IP settings assigned automatically if your network supports

This connection uses the following tems: this capability, Otherwize, you need to ask your network administrator

'.:'.C]iarrt for Microsoft Networks for the sppropriate [7 settings.
&) SODS Packet Scheduler
&) SFIE and Prirter Shanng for Microsoft Networkcs

~) Obtain an IP address automatically
@ Use the following IP address:

IP address: 192 . 168 . 50 . 3

gy Diecovery Mapper /0 Driver

HHH!
5 [

Subnet mask: 255 .255 .255. 0
i Link-Layer Tnpnlngy Discovery Responder
Default gateway: 192 . 168 . 50 . 1
Install.. -ninsta Obtain DNS server address automatically
Description @) Use the following DNS server addresses:
Transmission Cortrol Protocol/Intemet Protocol. The default Preferred DNS server: o0 . 21 1% . &

wide area network protocol that provides communication
across diverse interconnected networks

Alternate DNS server:

[ validate settings upon exit Advanced. ..

e |f the authentication server runs in LAN, please input the LAN IP address and port of the authentication server.
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e If the authentication server runs in WAN, please input the WAN IP address or check “Domain” to input the domain

name and port of the authentication server.

e After inputting all information, click “OK” button and then click “Close” button to return to the login window.

Finally, select “Configuration Management Center” in the Client Type dropdown list and then click “Login” button to

login to the Configuration Management Center.

@ Login

User Name | admin
yrd Bt
Authentication | 192.168.50.3

Client Type Configuration Management Center

Login Cancel

Configuration Management Center includes three modules: Device and Server Configuration, User and Permission,

System and Security. Click the relevant icon or blue letters to go to the relevant module.

@ Configuration Management Center

Platform System Settings

e Device and Server configuration
Create Area | Create Device = Modify And Delete Device
Create Media Server | Modify or Delete Media Server

Modify or Delete Storage Server | Change Alarm configuration

Revise or delete Decoder

> ? User and Permission
P
i’ Creat new user  Modify or delete user = Online User Management
—

Modify User Permission

™ System and Security

ﬁ Backup System Config | Restore the system configuration data

Button Meaning ‘

Return to the previous interface

Go to the next interface

Display the server information and configure parameters

are

Minimize the window




Button Meaning ‘

= Shrink the window
X | Exit

Device and Server Configuration interface includes adding, modifying and deleting devices, Media Server, Storage

Server, TV Wall and Schedule as well as modifying Alarm Server and E-Map Server.

EC‘ Configuration Management Center

‘— admin

Configuration Panel Home

49

) Device

® Device and Server conf Create Area | Create Device | Modify And Delete Device

o
o

User and Permission
Media Server
Create Media Server = Modify or Delete Media Server

System and Security

Storage Server
Create Storage Server | Modify or Delete Storage Server
Add or delete schedule recording

Alarm Server
Change Alarm configuration | Motion Detection Linkage Configuration

S 4

Sensor Alarm Detection Linkage Configuration 1

Sensor Alarm Detection Linkage Configuration 2

[tem Care Detection Linkage configuration

Abnormal Video Detection linkage Configuration

Line Crossing Detection Linkage Configuration

Intrustion Detection Linkage Configuration = Motion Schedule Setting
Sensor Schedule Setting | Set Schedule recording for [tem Care Detection
Set Schedule recording for Abnormal Video Detection

Set Schedule recording for Line crossing Detection

Set Schedule recording for Intrustion Detection

Schedule
—n Create Schedule = Modify or Delete Schedule
Set Schedule for All Applications

Decoder
Revise or delete Decoder

User and Permission interface includes creating, modifying or deleting account as well as user permission.

‘— admin

Configuration Panel Home

>'ﬂ User Account
szeami SErE Q‘_ Creat new user | Modify or delete user = Online User Management
configuration
e User and Permission (‘ . Permission
System and Security _",IJ Meodify User Permission

System and Security interface includes system backup and restoration.

‘— admin
Configuration Panel Home

Backup or restore setting

R beer Wlo?  Backup System Config | Restore the system configuration data

configuration
User and Permission

& System and Security




4.3 Device Settings

Create area and add or delete device.

4.3.1 Create Area

In the Configuration Management Center interface, go to the device and server configuration interface by clicking

Device and Server Configuration. Then click “Device” to go to the device configuration interface.

a-'r_*‘-'r Device

%l Create Device | Modify And Delete Device

Create, Modify and Delete Device

Q Please select item from the list to change or delete.

@Eaate @ @ AddDevice & Modify %, Delete & Batch add devices B Batch delete devices

Name Type

Sensor Count  Alarm Out Co... [P or Domain Addre...

Port

Click “Create Area” button to go to the interface as shown below. Then input area name to create the upper area. After

that, please click “OK” button to save the settings.

Create Area

@ Please input new area name.

Upper Area

Area Name XXXi

*Limited to 1-60 Characters

K OK J ’ Cancel ]

To create the lower area, please click “Create Area” and then choose the Upper Area and input the area name. After

that, click “OK” button to save the settings.

Create Area

Q Please input new area name.

Upper Area | B The First Level

AreaName  The Second Level|

*Limited to 1-60 Characters

C

OK )] [ Cancel I

If you want to create another upper Area, please don’t choose the upper area. Input the area name directly. Then click

“OK” to save the settings.

4.3.2 Add Device

Click “Add Device” to add device as shown below.




Create, Modify and Delete Device

Q Please select item from the list to change or delete.

[E§ creats Area @au Devi

& Modify

[, Delete

& Batch add devices (B Balch delete devices

Name

= DIThe First Level

Type

O The Second Level

Channel...

Sensor Count  Alarm Qut Co... [P or Domain Addre... Port

There are four ways to add device.

e Input Device Information Manually

In device creation interface, input the device information as shown below.

Create Device

Area

Server

Type

Stream mode
P

Port

User Name
Password

Confirm Password

Auto Fill
Channel Count *Limited to 99
Sensor Count *Limited to 99
Alarm Out Count *Limited to 99
o ] [ comcel |

Q Enter the new device information

O The First Level

~ Create Area

.| Create Storage

Create Media Server

[onviF

]

IMain & Sub Stream

]

[[1Use domain
*Limited to 10-65535
*Limited to 1-60 Characters

Limited to 60 Characters

If the storage server and media server hasn’t been created yet, please click “Create Storage” and “Create Media Server”

to create storage server and media server. Here we take media server for instance.

Note:

The storage server IP-SAN has both the storage and transfer function. If the device you created is configured with an

IP-SAN, it will use the IP-SAN to transfer its media; so you don’t need to configure a media server for the device.

The storage server PC-NVR has not the transfer function. If the device you created is configured with a PC-NVR, you

will have to configure a media transfer server for it.

If the device you created is configured with a media transfer server, and it has not yet been configured with a storage

server, you will have to configure a storage server for it if recording is needed.
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Self-define the server name and
password.

Create Media Server

Q Please input name and password for new media server.

Server Name [ Media Server Limited to 1-60 Characters

Password| sesese Limited to 60 Characters

Confirm Password| eesees|

[ oK H Cancel ]

After you create the media server, please return to the device creation interface to select a media server and then click
“OK” button to add the device.

® Search Online Device

In device creation interface, a device list will pop up by clicking “Search Device” button.

S P —
€C Search device X
IF Address Port Number MAC Address
Device Information
(¥Dh92.168.50. 145 6035 f2iee:dd:b6: 7c: 19
[ 192.168.50.150 9008 00: 18:ae: 5f:db:df Type
MAC Address

Software Version

Metwaork Information

IP Address

Subnet Mask

Data Port

[7] Show been added equipment ( OK D ’ Abort ]

The device IP address, port and MAC address automatically on the same network area will list on the Search Device
window. You can double click the IP address which is on the same network segment as the authentication server’s. The
device type, stream mode, IP address and port will be added automatically. Then you just need to select area, server
and input device name, username and password. The channel count, sensor count and alarm out count will be

automatically filled by clicking “Auto Fill” button.

Note:

The channel count, sensor count and alarm out count will be filled automatically by the system if the device type
belongs to private protocol.
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Create Device

@ Enter the new device information

Area | B The First Level ~ Create Area

server | s Media Server o] Create Storage

Create Media Server
Type | ONVIF -

Stream mode [Main & Sub Stream v]

P 192,168 . 50 . 150 [use domain

Port 80 *Limited to 10-65535

User Name  admin *Limited to 1-60 Characters

Password eeeesse Limited to 60 Characters

Confirm Password  eeesese

Auto Fill

Channel Count 1 *Limited to 99
Sensor Count 1 *Limited to 99
Alarm Qut Count 1 *Limited to 99

ox ) [ conce

e Auto Report

In device creation interface, select device type and checkmark “Auto report” as shown below.

Create Device

@ Enter the new device information

Area | O The First Level - Create Area

server | Media Server o] Create Storage

Create Media Server
Type [TVT IPCAMERA (@ Auto report

Stream mode ’More than two streams -]

Device Number

Channel Count |1 *Limited to 99
Sensor Count 1 *Limited to 99
Alarm Qut Count 1 *Limited to 99

I OK ] [ Cancel ]

Select area, server and device type, input device number, channel count, sensor count and alarm out count. You also
need to configure the network of the device before the auto report takes effect (Please see the network configuration
chapter of the device user manual for the detail configuration).

After adding the device, return to the device configuration interface. Now you can see the information of the device
listed as below.
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Create, Modify and Delete Device

Q Please select item from the list to change or delete.

[C create Area @i AddDevice o+ Modity [ Delete [ Batch add devices [Bf Batch delete devices

MName Type Channel... Sensor Count  Alarm Out Co.. IP or Domain Addre.. Port
= O The First Level
= O The Second Level
@ 192.168.50.149+80 ONVIF 1 1 1 192.168.50.149 80
& 192.168.50.150+80 ONVIF 1 1 1 192.168.50.150 80

e Batch Add Devices
Click “Batch add devices” button to go to the interface as shown below, select the import file (generated by Device
Tool; please refer to the user manual of Device Tool for details), server and area and then click “Start importing”

button to batch import multiple devices.

Bulk add devices

Q Import devices from file

Select import file C:\Users\Administrator\Desktop\500w.csv

- Create Storage Server
server | B3 Media Server - )
Create Media Server

Area | O The Second Level +| Create Area

(IStammpnrtingD [ Cancel ]

To modify the device name, IP address, Port, user name, password, area and the media server of the device, please
select the device and click “Modify” button. To delete this device, please select the device and click “Delete” button.
Click “Batch delete devices” to go to the interface as shown below, check the devices you want to delete and then click

“Delete” button to delete them.

Bulk delete devices

Q Please Select and delete device from list

evice Name Type Channel C... [P or Domain Ad... Port  Server
92.168.50.149+80 ONVIF 1 192.168.50.149 80 Media Server
92.168.50.150+80 ONVIF 1 192.168.50.150 80 Media Server

Select All E)eletej l p—
4.4 Media Server Settings

Media server is in charge of the video signal receival of the front-end devices and transfers the signal to the client to
preview or to the storage server to record. The client or storage server sends the command of viewing the video of the

front-end devices that is also transferred by the media server to the front-end devices.
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441 Create Media Server

Before creating devices, please create media server first. In the Configuration Management Center interface, click

Device and Server Configuration ->Media Server to go to the configuration interface of the media server. Next, click
“Add Media Server” button.

Media Server

=
Modify or Delete Media Server

Create, Modify and Delete Server

@ Add, Modify and Delete Media Server

8 Add Media Server) # Modity [} Delete

4 [[@ Media Server
s Media Server

Device Name 1] Type Channe... Server

Please input the server name and password and then click “OK” button.

Create Media Server

@ Please input name and password for new media server.

Self-define the server name and password.

Server Name | Media Server *Limited to 1-60 Characters

Password | eessese

Limited to 60 Characters

Confirm Password | ssesss|

[ OK ] l Cancel

4.4.2 Modify the Media Server of the Device

In the configuration interface of the media server, select the media server and the device of this media server and drag
the device to another media server. When the cursor becomes a green cross, release the mouse.

Create, Modify and Delete Server

@ Add, Modify and Delete Media Server

LI Add Media Server 7 Modify % Delete

4 [ Media Server Device Name D Type Channe... Server
s Media Server 1
s Media Server 2 o’ Media Server 1 (2)
@ Devicel 11 ONVIF 1 Media Server 1
ONVIF Media Server 1

If the device is configured with a media transfer server, and it has not vet

been configured with a storage server, you will have to configure a storage
server for it if recording is needed.

4 [@Storage Serve

W: Storage Server

The storage server IP-SAN has both the storage and transfer function. If the device you
created is configured with an IP-SAN, it will use the IP-SAN to transfer its media; so
you don’t need to configure a media server for the device.

The storage server PC-NVR has not the transfer function. If the device you created is
configured with a PC-NVR, you will have to configure a media transfer server for it.
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Please click “OK” button to confirm the modification.

Are you sure you want to drag device to Media Server2” server ?

Q Dragging device would change their Media server!

[(:-_ oK _)l I Cancel

4.4.3 Start Media Server

td

Double click &% icon or click “Start”>All Programs—=>Media Transfer Server(NVMS-5000) - Media Transfer
Server to start the media server. A login window will pop up as follows. Input the created media server name and

password. Then click “Setup” button to input the authentication server information (please refer to 4.2 Configuration

Management Center for details). After that, please click “Login” to go to the media server interface.

(I ———

Server Name  Media Server - Server Name  Media Server -

Password seeseel Password sensee

Authentication Authentication | i} 192168503 =
[ Auto Login  [] Startup [ Auto Login  [] Startup
G

You can also check “Auto Login” or “Startup” button to set the logging method next time. Auto login means the server
will auto login and there is not necessary to input the server name, password and authentication when you start this
server. Startup means the server will auto start when you start you PC.

The media server interface is as shown below:
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@ Media Server

onr n
Service Status: Started
Server Name ID User Name P Login Time
4 Authentication server (1)
¥ SKLOXXSMOOFUTIW 1 192.168.50.3:6003 2016/7/13 9:54:22
4 Device (2)
192.168.50.149+80 11 admin 192.168.50.149:80
1192.168.50.150+80 14 admin 192.168.50.150:80
Description:

This server distributes
media data and status of
device.

Default port of the Auto report port of
Media Server the Media Server
4 m | v
Name:Media Server 1 CPort:60052009 Start Time: 2016-07-13 09:54:18 Run time: OdaysOH4M145

If you want to stop media server, please click “Stop Service” button. A window will pop up to ask for password. You
should input the correct password of the media server and click “OK” button to stop service. Click “Start Service” to

start the service.

Z—
X

@ Stop Service of Media Server

Server Name | Media Server

Password

["] Auto login in the next time

[ ok | | cancel |
[ |

4.5 Storage Server Settings

Storage server is in charge of the storage of record information, including the information of schedule record, sensor
alarm, motion alarm and smart detection alarm record and responds to the search and playback of all storage data. It

also supports self-defined storage path settings and IP-SAN access.

45.1 Add Storage Server

In the Configuration Management Center interface, click Device and Server Configuration and then click “Storage

Server” as shown below.

|i Storage Server

Create Storage Server  Modify or Delete Storage Server
Add or delete schedule recording




Go to the configuration interface of the storage server as shown below.

Create,modify and delete storage server

Select storage server to modify or delete, select channel of storage server to setup schedule
Mote: Only the devices assigned to Media Server, can add to storage server.

@ Media Storage Server ) # Modify [T} Delete Add or Remove Record Schedule

Il Storage Server Device Name Channel C...
B Unassigned Device

Click “Add Media Storage Server” to go to the interface as shown below.

Create Storage Server

Q Input storage server name and password

Self-define the server name and password.

*Limited to 1-60 Characters

Server Name | Storage Server

Limited to 60 Characters

Password | eesese

Confirm Password ""H|

Server Type Storage Server -

Storage Server

PC-NVR ‘
C OK Cancel

Input the storage server name and password, select the storage server type (PC-NVR and Storage Server IP-SAN are
optional) and then click “OK” button to create a storage server.

Return to the configuration interface of the storage server. If you want to modify the created storage server, please
select the storage server (IP-SAN or PC-NVR) and click “Modify” button to change the name and password. If the
created PC-NVR is running, you can click “Modify Partition Group” to set its partition group. Select a storage server

(IP-SAN or PC-NVR) and then click “Delete” button to delete it.

4.5.2 Add Channels to Storage Server
In the configuration interface of the storage server, select a channel and drag the channel with the mouse into the
storage server. Release it when the cursor changes into a green cross. Then a dialog box will pop up to ask you whether

to move the channel. Please click “OK” to confirm.

Create,modify and delete storage server

Select storage server to modify or delete, select channel of storage server to setup schedule
Mote: Only the devices assigned to Media Server, can add to storage server.

ﬁ Add Media Storage Server . Modify @ Delete Add or Remove Record Schedule

4 [l Storage Server Device Name Channel C...
5 Storage Server e

[ Unassigned Device 4 Unassigned Device (2)

#192.168.50.149+80 1
£192.168.50.150+80 1

4.5.3 Setup Record Schedule
Return to the configuration interface of the storage server to set up record schedules for these channels. Click “Add or

Remove Record Schedule”.
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Create,modify and delete storage server

Select storage server to modify or delete, select channel of storage server to setup schedule
Mote: Only the devices assigned to Media Server, can add to storage server.

[ Add Media Storage Server  # Modify T, Delete Mkmw Record Schedul

4 [ Storage Server Device Name Channel C...

s storage Server

5 Unassigned Device

4 Storage Server (1)

£192.168.50.149+80 1

Go to the record schedule setting interface as shown below, click storage server to view the device list. Select a

channel and click “Add or Remove Record Schedule”.

Select record schedule for channel

@ Select channel of the storage server and add, modify or delete schedule for the channel

Md—o_rﬁemove Record Schedule> [ Remove

s Storage Server Device Name  Channel Name Chann... Schedule Name Area

4192.168.50....] CAM1 i1 | | Thesecond Level

Go to the schedule setting interface as shown below, put the cursor on the schedule name to see the schedule. The
default schedule is ““7x24”. You can check this schedule and then click “OK” button to save the settings. You can also

click “Create Schedule” button on the left menu bar to set other schedules (please refer to 4.7.1 Create Schedule for

detail information).

g Configuration Management Center

L

Configuration Panel Home

Add or remove schedule

Create Schedule
@ Select a schedule or remove the current schedule for the selected storage channel

Sun
00:00~24:00
Mo
00:00~24:00
Tue ‘
00:00~24:00
Wed
00:00~24:00
Thu
00:00~24:00
Fri
00:00~24:00
sat [ |

00:00~24:00

q\ OK)[ Cancel ]

Modify or Delete Schedule

45.4 Start PC-NVR

Double click = icon or click “Start”>All Programs>PC-NVR (NVMS-5000) >PC-NVR to start PC-NVR. A
login window will pop up as follows. Input the created PC-NVR name and password. Then click “Setup” button to
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input the authentication server information (please refer to 4.2 Configuration Management Center for details). After

that, please click “Login” to go to the PC-NVR interface.

x

q

?3‘ Login ?_S- Login

Server Name  PC-NVR - Server Name  PC-NVR -
Password unu| Password sssses
Authentication | (¢ Sewp Authentication a 192.168.50.3 -
] Auto Login [ Startup [ Auto Login  [[] Startup
Cesn D

You can also check “Auto Login” or “Startup” button to set the logging method next time.

The PC-NVR interface is as shown below:

)
5§ PC-NVR
gEuﬂnmn gtatus Y Partition Status 3 Recording Status
Service Status: Started
Server Name D User Name IP or Domain Address Login Time
4 Authentication server (1)
@ SKLOXXSMOOFUTIW 1 192.168.50.3:6003 12/23/2016 5:26:26 PM
Description:
This server stores
PC-NVR data.
4 1 3
Name:PC-NVR Port:6009 Start Time: 2016-12-23 17:23:22 Run time: OdaysOH3M185

- |
If you want to stop PC-NVR, please click “Stop Service” button. A window will pop up asking for password. You

should input the correct password of the PC-NVR and click “OK” button to stop service. Click “Start Service” to start

the service or login to another PC-NVR.
" Exit PC-NVR

Server Name  PC-NVR

Password sesnes

["] Auto login in the next time

oK l l Cancel
-—-----
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Click “Partition Status” tab to view the partition status of the PC-NVR. You can click “Format” button at the right

bottom of the interface to format the partitions if the service status is stopped.

Click “Recording Status” tab to view the recording status.

455 IP-SAN Configuration

Start the IP-SAN, and then log in to the IE client of the IP-SAN to configure it. Input the default IP address
192.168.1.101 or 192.168.1.102 (connect the IP-SAN with a displayer to see it) in the IE address bar and then push
Enter key to go to the interface as shown below. Input the username and password of the IP-SAN and then click

“Login” button. The username is admin, and the password is admin.

/ SIGN IN ’ Language [T =

User Name

[
|
(I |

[\S

You can view the basic information and disk RAID of the IP-SAN, set its date and time, network, username and

password, manage the server and upgrade the IP-SAN, etc.

SECIN M Disk RAID | Date & Time Network Management Server | Multiple network routing | Network mapping | Change Password Upgrade

Click “Refresh” menu on the top right corner to refresh the client interface; click “Logout” button menu to log out the

system; click “Reboot” menu to reboot the IP-SAN; click “Power Off” menu to power off the IP-SAN.

> Basic Information

Click “Basic Info” menu to view the product model and software version, etc.

Product Model: XXX

Firmware Version: 20130223

Saoftware Version: 2.1.0.betab

Software Update: 201606200212

Server Current Time: 2016-6-27 16:37:24

Server Already Run: 1 Days 22 Hours 53 Minutes 15 Seconds

> Disk RAID
Click “Disk RAID” menu to manage the disk RAID of the IP-SAN.
Select the RAID type, check “Use hot spare disk™ as required and then click “Create” button to create the disk RAID.
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RAID Type:

Use hot spare di
Avaliable/Disk capacity: 000 MB/273 T8
Storage free capacity: 0.00 MB

Status:

@ o

The disk is running normally The disk is running abnormally
@ <

The disk is not configured The disk's confiuration is normal
@ L]

The disk is expanding The disk is rebuilding

L ] o

The disk's confiuration is abnormal The disk is hot spare

(= @

The disk is initializing The disk in RAID is critical

RAID 0: A minimum of one disk is needed to add RAID 0.

RAID 1: A minimum of two disks are needed to add RAID 1 and the number of the disks must be even.

RAID 5: A minimum of three disks are needed to add RAID 5.

RAID 6: A minimum of four disks are needed to add RAID 6.

Hot Spare Disk: if one disk in the RAID does not work, the hot spare disk will continue recording instead of the
broken disk. You cannot set hot spare disk for RAID 0. The hot spare disk numbers of RAID 1, RAID 5 and RAID 6

are unlimited.
You can click “Delete” button to delete the created RAID (please be careful to delete RAID because it will cause the

data loss).

RAID Type: RAID1 -

Use hot spare disk
Avaliable/Disk capacity: 931.00 GB/2.73 TB
Storage free capacity: 924.00 GB
Status:

@ o

The disk is running normalty The disk is running abnormally

@ @

The disk is not configured The disk's confiuration is normal

L J L J

The disk is expanding The disk is rebuilding

L J <

The disk's confiuration is abnormal The disk is hot spare

o @

The disk is initializing The disk in RAID is critical
Expand Create Delete

If the disk room of the RAID is not enough for your requirement, you can expand your RAID.
Insert new disk to the IP-SAN, and then click “Expand” button to expand the RAID.

Note: the capacity of the HDD inserted into the IP-SAN for expanding should not be lower than each HDD capacity of
the current RAID, or the expanding would fail. By RAID expanding you can increase the RAID capacity without

losing the record data.
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> Date & Time
Click “Date & Time” menu to set the date and time of the IP-SAN.

Set the time zone, manually set the date and time, and then click “Submit” to save the settings. Click “Reset” to reset

system time.
Time Zone (GMT+08:00) Beijing,Hongkong, Taibei Singapore  +
Date ~ ~ A
fyyyy MM-dd) 20165 -8 £-5 2
Time ~ . ~. ~
(hh-mm-ss) v E R E
Subrmit Reset
»  Network

Click “Network” menu to set the network of the IP-SAN.

Bonding IP: bind two network ports or above to one IP address. The advantages of using bonding IP: 1. increase the
bandwidth; 2. form a network redundant array to share the load. When a failure happens to one network port, the other
port will take over the entire load immediately. The takeover process is seamless and the network service will not be
broken off.

If the bonding IP is disabled, you should set the network addresses of ethO and ethl respectively. Refer to the below
left figure. Check “Bind Static IP” of ethO and ethl and manually input the IP address, subnet mask and gateway. The
network addresses of ethO and ethl will be obtained automatically if you don’t check “Bind Static IP”. Input the
Preferred DNS Server and Alternate DNS Server address and then click “Submit” button to save the settings.

Refer to the below right figure. If the bonding IP is enabled, you should set the network address and mode of the
bonding IP (the default mode is XOR policy).

Note: The IP-SAN should be set to be in the same network segment with the Authentication Server if recording is

needed with the storage server.

Bonding IP ] Enabled

eth0 Bind Static IP Bonding IP Enabled
MAC Address  00-E0:4C:24:63:47 IP Address 192 168.15.107

P Address 172.16.22.200 Subnet Mask 955 265 2550

Subnet Mask 25525500

Gateway 192.168.15.1
Gateway 172.18.1.1
Mode XOR policy v
eth1 Bind Static IP
o a .
MAC Address ~ AC-9E:17-4D:E2:70 eth0 Bind Static IP

MAC Address 00:E0:4C:24.63:47
IP Address 192.168.15.107

Subnet Mask ~ 255.265.255.0 eth1 ~ Bind Static IP

Gateway 162 168.15.1 MAC Address AC:SE17T:4D:E2:70

Preferred DNS
Preferred DNS reterre 202.96.134.133

202.96.134.133 Server
Server
Alternate DNS
Alternate DNS 555 g5 108 8 Server 202.96.128.68
Server
Submit Reset Submit Reset

» Management Server
Click “Management Server” menu to configure the management server and the local service of IP-SAN.

The four ports under the “Local Service Config” can be self-defined.
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The address and port of the management server should be the same with that of the Authentication Server (go to

Authentication Server to view the IP address and port).

The login name and login password of the management server should be the same with that of the Storage Server
created in the Configuration Management Center. Click “Submit” button to save the settings.

You can click “Stop” button to stop the service of the Authentication Server; click “Startup” button to start the service
of the Authentication Server; click “Restart” button to restart the Authentication Server.

Local Service Config

Storage Service Port 6009

Lis

Media Service Port 6006

L1

Auto Report The Port 2009

¥

Web Service Port 80

4

Management Server Config

Management Server 162 168.50 3

Address

Management Server ~

Port 6003 =

Login Name Storagr Server

Login Password ssenee
Submit Reset

Service Control

Service State Started

Stop Restart

> Multiple Network Routing
If the IP-SAN has two network ports or above, you can set the local IP address of the IP-SAN to connect to the

specified devices or servers automatically. Click “Multiple Network Routing” to go to the interface as shown below.

Multiple network routing

[JChoose Domain/IP Local IP

O [123.dvrdydns.com | [172.1622.190 |

O [192.168.17.125 | [192.168.15.107 |
Add Delete Submit Reset

The setting steps are as follows:

® Click “Add” button to add a new configuration item.

@ Input the IP address or domain name of the target device or server in the “Domain/IP” column and the relavant
LAN IP address of the IP-SAN in the “Local IP” column.

®  Click “Submit” button to save the settings.

Check the items you want to delete and then click “Delete” button to delete them; click “Reset” button to restore to

previous setting status.

»  Network Mapping
You can set the mapping relation between the local IP address and the WAN network IP address through network
mapping. It is mostly used to meet the situation when a client wants to access the system via WAN. Click “Network

Mapping” to go to the interface as shown below.
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Network mapping
[OChoose Local IP Internet address
| [172.16.22.190 | [123.dvrdydns.com |
Add Delete Submit Reset

The setting steps are as follows:

@® Click “Add” button to add a new configuration item.

@ Input the LAN IP address of the IP-SAN in the “Local IP” column and the relavant WAN IP address in the
“Internet address” column.

® Click “Submit” button to save the settings.

Check the items you want to delete and then click “Delete” button to delete them; click “Reset” button to restore to

previous setting status.

» Change Password

Click “Change Password” menu to change the login username and password of the web client of the IP-SAN.

User Name admin *
QOld Password *
New Password

Confirm Password

Submit Reset

» Upgrade
Click “Upgrade” button to upgrade the software of the IP-SAN. Click “Browse...” to choose the upgrading file and
then click “Upgrade” button to start upgrading.

Upload upgrade-file: Browse...

Upgrade

4.6 Alarm Server Settings

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the
alarm information to the relevant user terminal system or devices in accordance with prior alarm settings.
Go to Configuration Management Center interface->Device and Server Configuration->Alarm Server interface as

shown below. You can set alarm linkage and alarm schedule.

Charmge#farm configuration | Motion Detection Linkage Configuration

Sensor Alarm Detection Linkage Configuration 1

Sensor Alarm Detection Linkage Configuration 2

Item Care Detection Linkage configuration

Abnormal Video Detection linkage Configuration

Line Crossing Detection Linkage Configuration

Intrustion Detection Linkage Configuration | Motion Schedule Setting
Sensor Schedule Setting | Set Schedule recording for Item Care Detection
Set Schedule recording for Abnormal Video Detection

Set Schedule recording for Line crossing Detection

Set Schedule recording for Intrustion Detection
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Change Alarm configuration

@ Select item to change

Motion Detection Linkage Configuration

Sensor Alarm Detection Linkage Configuration 1 SKLOXXSMOOFUTIW

5

Sensor Alarm Detection Linkage Configuration 2 | “—/—

Item Care Detection Linkage configuration
Abnormal Video Detection linkage Configuration
Line Crossing Detection Linkage Configuration

Intrustion Detection Linkage Configuration

Motion Alarm Schedule Setting

Sensor Alarm Schedule Setting

Set Schedule recording for Item Care Detection

Set Schedule recording for Abnormal Video Detection

Set Schedule recording for Line crossing Detection

Set Schedule recording for Intrustion Detection

4.6.1 Alarm Linkage Settings

Alarm linkage setup includes Motion Detection Linkage Configuration, Sensor Alarm Detection Linkage
Configuration 1, Sensor Alarm Detection Linkage Configuration 2, Item Care Detection Linkage Configuration,
Abnormal Video Detection Linkage Configuration, Line Crossing Detection Linkage Configuration and Intrusion
Detection Linkage Configuration. The setting steps of each alarm linkage are similar. Here we take motion detection
linkage configuration for instance.

In the configuration interface of the alarm server, click “Motion Detection Linkage Configuration” to go to the

interface as shown below.

Motion Detection Linkage Configuration

Area B The First Level -
Channel Name nable igger Recor... Trigger... Trigger Preview Trigger T.. TriggerT.. SM
102.168.50.149+80_CA @ 216850140+ [ B 192.162.50.140+ [ m
192.168.50.150+80_CA [ Il 192.168.50.150+ [] Il 192.168.50.150+ (]

Select the device and then check “Enable”. The alarm linkage items are introduced as follows.
Trigger Recording: click HE under the title of Trigger Recording to pop up the “Select the trigger record channel”
window. Check the linkage record channels in the window and then click “OK” to save the selected channel. Finally,

click “Save” button in the motion detection linkage configuration interface to save all the settings.
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g Configuration Management Center

L

Configuration Panel Home

Modify And Delete Device

Moadify or Delete Media
Server

Modify or Delete Storage
Server

Meodify or delete user
Medify User Permission
Medify or Delete Schedule
odify E-Map Info

Create Schedule
Create Area
Create Storage Server

Create Media Server

Motion Detection Linkagg EC‘ Select the trigger record channel

Area =y
Channel Name Enable
M|

192.168.50.150+80_CA [l

Please select the channel

admin

= U root

[0 HKDH

/= bie

OO 1PSAN

= ¥ MSIPSan
[ 192.168.6.156+80
2] 6.156
[ 6.156
6D 9441E2
& name7-140

00 N9K

[0 NVR3.0

3 onvif

OO TEST

Trigger T... Trigg

{ oK 2 Cancel

4 [

i

[T Select All

———
¢ Save D
T~ S =t

Trigger Audio: Checkmark trigger audio and then click “Save” button to save the settings.

Trigger Preview: click I under the title of Trigger Preview to pop up the “Choose the big screen channel” window.
Select one linkage preview channel in the window (you can check multiple linkage preview channels in “Sensor Alarm

Detection Linkage Configuration 2”) and then click “OK” to save the selected channel. Finally, click “Save” button in

the motion detection linkage configuration interface to save all the settings.

Note: if alarm is enabled, the alarm linkage image will pop up in the alarm preview window of the monitor client when

alarm happens.

g Configuration Management Center

-

Configuration Panel Home

Modify And Delete Device

Modify or Delete Media
Server

Modify or Delete Storage
Server

Modify or delete user
Modify User Permission
Modify or Delete Schedule
«odify E-Map Info

Create Schedule
Create Area
Create Storage Server

Create Media Server

. . . Z2
Mation Detection Linkagg g Choose the big screen channel "X

Please select the channel

admin

4 OIThe First Level
4 O The Second Level

Area or
Channel Name Enable
M|

192,168.50.150+80_CA O

4 §)192.168,50.149+80

jw Trigger T... Trigg

[ CaCAML D

v @ 192168.50.150+80

o+80c I [

{ OK 2 Cancel

< |

[l Select All




Trigger TV Wall: click HEl under the title of Trigger TV Wall to pop up the “Select Channel and Decoder” window.

Select the linkage TV wall in the window and then click “OK” to save the settings. Finally, click “Save” button in the
motion detection linkage configuration interface to save all the settings.

Trigger TV Wall Output: click Il under the title of Trigger TV Wall Output to pop up the “Select Channel and
Decoder” window. Select the linkage TV wall output in the window and then click “OK” to save the settings. Finally,
click “Save” button in the motion detection linkage configuration interface to save all the settings.

Note: if alarm is enabled, the alarm linkage image set in the “Trigger Preview” will pop up in full screen at the
corresponding output of the linkage decoder when alarm happens (as for sensor alarm, it will pop up the alarm linkage
image set in “Trigger TV Wall Preview”).

SMS Notification: click B under the title of SMS Notification to pop up the “Channel by Alarm Linkage Message
Notification” window. Select a channel in the window and then click “OK” to save the settings. Finally, click “Save”
button in the motion detection linkage configuration interface to save all the settings.

Trigger Alarm Out: click BB under the title of Trigger Alarm Out to pop up the “Trigger Alarm Out” window.
Select the alarm out in the window and then click “OK” to save the settings. Finally, click “Save” button in the motion

detection linkage configuration interface to save all the settings.

You can trigger TV wall preview in “Sensor Alarm Detection Linkage Configuration 1”. Refer to the interface as
shown below. Click HEl under the title of Trigger TV Wall Preview to pop up the “Choose the big screen channel”
window. Select the linkage channel in the window and then click “OK” button. Finally, click “Save” button in the
interface to save the settings. “Trigger TV Wall Preview” won’t work until “Trigger TV Wall” and “Trigger TV Wall
Output” is configured.

EC‘ Configuration Management Center

-

Configuration Panel Home ' Gancor Alarm Detection Linkage Configuration 1

LT E8 “Choose the big screen channel "%~
Modify or

Server Please select the channel
Modify or

Server <0 igger TV Wall Previe Trigger T... TriggerT... SMSno.. Trigc
oiya| |+ Sz s S

Modify Usqg
Meodify or
Modify E-N

-

Create Sch ( oK 3 [LcelJ

Create Ared—— | m »

Create Storage Server

[ Select All
Create Media Server
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Alarm Schedule Setting includes Motion Alarm Schedule Setting, Sensor Alarm Schedule Setting, Item Care Detection

4.6.2 Alarm Schedule Setting

Schedule Setting, Abnormal Video Detection Schedule Setting, Line Crossing Detection Schedule Setting and
Intrusion Detection Schedule Setting. The setting steps of each alarm schedule are similar. Here we take motion alarm
schedule setting for instance.

Click “Motion Alarm Schedule Setting” to go to its configuration interface. Choose channel and click “Add or Remove

Schedule” button as shown below:

Set up mobile alarm scheduling scheme

@ Choose channel and add, modify or delete motion alarm schedule for the channel.

e
@Add Or Remove ScheduD i Remove =%
-

4 O The First Cevel Device Name Channel Name Channe... Schedule Name Area
O The Second Level % 192,168.50.149... CAM1 1 The Second L
b.9192.168.50.150... CAM1 The Second

Put the cursor on the schedule name to see the schedule. The default schedule is “7x24”. You can click this schedule
and then click “OK” button to save the settings. You can also click “Create Schedule” button on the left menu bar to set

other schedules (please refer to 4.7.1 Create Schedule for detail information).

E_E Configuration Management Center

€

Configuration Panel Home

Add or remove schedule

Create Schedule
@ Select a schedule or remove the current schedule for the selected storage channel

=

3un
00:00~24:00
Mon
00:00~24:00
Tue
00:00~24:00
Wed
00:00~24:00
Thu
00:00~24:00
Fri

00:00~24:00
Sat

00:00~24:00

Coc ) [ cancel |

Modify or Delete Schedule

If you want to delete the set schedule, please choose the channel and then click “Remove” button to delete it.

Note: If no alarm schedule is set up, the default schedule (7>24) will be used.

=] .
To conceal or reveal the device list of the child node, please click :] icon.
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Alarm Status: click “Alarm Status” tab of the Authentication Server to see the alarm status of the devices.

4.6.3 Alarm Status

@ Authentication server

g Connection Status m
Service Status: Started
Name Alarm Time =l
27.119_27.119 Motion Alarm 2016/08/05 17:23:47
N9000_IP Came... Motion Alarm 2016/08/05 17:23:42
27.118_27.118 Motion Alarm 2016/08/05 17:23:37
27119_27.119 Item Care Detection 2016/08/05 17:23:27
2711927119 Motion Alarm 2016/08/05 17:23:17 E
N9000_IP Came... Motion Alarm 2016/08/05 17:23:16
27.119.27.119 Motion Alarm 2016/08/05 17:22:45
27.119_27.119 Motion Alarm 2016/08/05 17:22:42
27118_27.118 Item Care Detection 2016/08/05 17:22:27
DESCP'iPlUO“. : h N9000_IP Came... Meotion Alarm 2016/08/05 17:22:27 i
Authentieation Serveris | 37119 27.119 Motion Alarm 2016/08/05 17:2205
to manage the whole
system. IP Camera2_IP C... Motion Alarm 2016/08/05 17:21:57
27.119_27.119 Motion Alarm 2016/08/05 17:21:55
N900O_IP Came.., Motion Alarm 2016/08/05 17:21:41
27119_27.119 Item Care Detection 2016/08/05 17:21:27
27118 27.118 Motion Alarm 2016/08/05 17:21:23
27.119_27.119 Motion Alarm 2016/08/05 17:21:01
Name:PC201410091f Port:6003 web server port:8088  Start Time: 2016-08-05 17:13:32 Run time: 0daysOH10M32S

4.7 Schedule Settings

Return to Configuration Management Center interface. Click Device and Server Configuration—>Schedule. In this

interface, you can create, modify or delete schedule and set schedule for all applications.

Create Schedule | Modify or Delete Schedule

Set Schedule for All Applications

4.7.1 Create Schedule

There is a default schedule (7>24). You can also create other schedules by clicking “Add Schedule” button.

Create, change or delete schedule

@ Please select the schedule you want to modify or delete from the list.

dd Schedul # Modify [ Delete
TX24

You can self-define the schedule name and manually set time or set time through “Select All” or “Reverse Select” to

complete the schedule time and date setting. Then click “OK” button to save all settings.
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g Configuration Management Center

{— admin

Create Schedule Self-define
@ Please enter a name ang&et the time period for the new schedule. 1
Scheduling scheme nal@XlU _) | G?D - ,@ua\ Ingtb Select All Reverse Select Clear All
Sum|(:l|1:‘2: 1‘1|1|2%Il:all:sI1:6‘1:7‘1:8‘1:9|§2:0|2:1I2:2|2:3|2:4
03:28~10:45 Manual IanhSelect All Reverse Select Clear All
Mom|(:llll‘2%‘ I1:I1:4I1:5I1::6‘1:7‘1:3‘1:9I2:0I2:1I2:2Iz:slzla
03:43~09:57 2| Manual Input [Select All Reverse Select Clear All
Tue|(:llll‘2:‘ 1:1I§1:2I1:I1:4I1:5I1:6‘1:7‘1:3‘1:9I2:0I2:1I2:2Iz:slzla
04:26~10:35 —Manual Input [Select All Reverse Select Clear All
I1:4I1:5I1:6‘1:7‘1:3‘1:9I2:0I2:1I2:2Iz:slzla
_ Manual Input  [Select All Reverse Select Clear All
T Start Time:[[:57:35 [ End Time: 4:57:35 |5 T T " T | T~ T " T " T " T " T " T "1
'|'hu|I BB b bl kb oah A b R
0K Cancel Manual Input [Select All Reverse Select Clear All
Fri |I H it 15 16 |17 15 13 20 21 22 25 2
I | [ TN S O O N O PO SO U S B
Manual Input  [Select All Reverse Select Clear All
Sat|c:i 1:2: 5: 7: L%' 5:; 1:0 1:1I1:2I1:I1:4§I1:5I1:6‘1:7‘113‘1:9I2:0I2:1I2:2Iz:slzla
\Manua\ InpuVSeIect All  Reverse Select Clear All

o e

1: Manually input the start time and end time of the whole week.

2: Manually input the start time and end time of one day.

4.7.2 Modify or Delete Schedule
1)  Modify Schedule

Go to the schedule configuration interface. Select the schedule and click “Modify” button as shown below.

Modify Schedule Info

@ Select item to change

Modify Schedule Name
Modify Schedule Time

Fi Ada schedule [ Delete
7X24
o

View or change other schedules

Click “Modify Schedule Name” to help you modify the schedule name.

Change the schedule "7X10" name
@ Please input the schedule name which will be the new logo of the schedule.

7X10| *Limited to 1-60 Characters

New Name

Cancel

Lo

Click “Modify Schedule Time” to help you modify the schedule time.

After clicking “Modify Schedule Time”, the schedule will pop up. Click icon and move the cursor to select time.

Click = icon and move the cursor in the blue area to erase the time selection. You can also manually input the time
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or modify schedule time through clicking “Select All”, “Reverse Select” or “Clear All’ button. Finally, click “OK”

button to save all settings.

@ Configuration Management Center

-

@ Please set new time period for the schedule

Change the time information for the schedule (7X10)

=niain=

admin

X

E Manual Input  Select All Reverse Select Clear All
| O L B | LR P O T N T L I |

Sun 0 1 2 E: _11 12 13 14 15 16 17 18 19 20 21 22 23 24
[ O O O N
03:28~10:45 Manual Input  Select All  Reverse Select Clear All
T I T L R A O R A |

Mon 0 1 2 3 _O 11 12 13 14 15 16 17 18 19 20 21 22 23 24
[ TR M T O O Y IO
03:43~09:57 Manual Input  Select All  Reverse Select Clear All
T I T I I L R T R A |

Tue 0 1 2 3 4 _ 11 12 13 14 15 16 17 18 19 20 21 22 23 24
[ I [ | I O O Y IO
04:26~10:35 Manual Input  Select All  Reverse Select Clear All
| L I I L DR | LR R T N T L I |

Wed CIP 1‘ 2| 3| 4‘1 5| ? IP 1‘1 1|2 1‘3 1I4 IF IF l|7 lIS 1‘9 2IO ' 2|1 2‘2 2|3 2|4
Manual Input  Select All  Reverse Select Clear All
T I T | I T I L T R A R |

Thu ‘ 0 1 2 3 4 2 0 11 12 13 14 15 16 17 18 19 20 21 22 23 24
| 1 | 1 1 (I 1 I Y Ty v A I B |
Manual Input  Select All  Reverse Select Clear All
T I T | I [ R N T L I |

Fri 0 1 2 3 4 2 0 11 12 13 14 15 16 17 1& 19 20 21 22 23 24
1 | 1 | 1 1 I [ N N [ [ U S I B |
Manual Input  Select All  Reverse Select Clear All
T I T | I I N L L L I [ [T T [ [

st |0 1 2 3 4 5 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
| 1 | 1 1 IS IS ) [T I NI i | | 1 Ly | 1 1
Manual Input  Select All  Reverse Select Clear All

2) Delete Schedule

Go to the schedule configuration interface. Select the schedule you want to delete and then click “Delete” button.

4.7.3 Set Shedule for All Applications

Go to Device and Server Configuration interface. Click “Set Schedule for All Applications” to set schedule recording,

motion schedule, sensor schedule, item care schedule, abnormal video schedule, line crossing schedule and intrusion

schedule.

4.8 Decoder Settings

Decoder is in charge of decoding the video signal sent by media server and display images on the TV wall. However,

decoders must be used for decoding the video signal and displaying images on the TV Wall.

Start Authentication Server and Configuration Management Center and then go to Configuration Management Center

interface—> Device and Server Configuration->Decoder interface.

2

Revise or delete Decoder

In the decoder configuration interface, click “Add TV Wall Server” button.
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Create,modify or delete Decoder

@ Select item to modify from the list

@dd TV Wall Server) & Modify [ Delete

1D Name Type

Input the decoder name and password (self-define them), select the type and output number and then click “OK”
button to finish creating the decoder.

Create New Decoder

@ Please input name and password

Name Decoder *Limited to 1-60 Characters
Type lDecoder vl
Output Number l4 v]
Password eeeeee Limited to 60 Characters

Confirm Password eeesese

( OK JI Cancel ]

As for the created decoder, you can click “Modify” button to change its name and password and click “Delete” button
to delete the decoder.

4.9 E-Map Server
The E-Map server stores the E-map information of the system. The clients of the system landing anywhere can share

the same E-map.

49.1 Create E-Map

Go to Configuration Management Center interface->Device and Server Configuration>E-Map interface and click

“Create map”.

Modify E-Map Info

@ Select item to change

Modify the Map and Add HotSpot and HotZone
X SKLOXX5MOOFUTIW

o J

Input the map name, click “Browse” button to find the map you want to add and click “OK” to save the settings.
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Create map file
Please select the map you want to add from the local disk, enter a name and choose
the parent map for this new map.
Input map name
Parent map j/
Map Name *Limited to 1-60 Characters
S
Map Fil (Lprowse D
— —
[ oK ] [ Cancel

4.9.2 Modify the Map and Add HotSpot and HotZone

49.2.1 Modify Map
Go to the Configuration Management Center interface—>Device and Server Configuration> E-Map interface and click

“Modify the Map and Add HotSpot and HotZone”.
Click the map display area, scroll the mouse wheel to zoom the map and click ©) zeomowt putton to zoom out the map.
Select the map name on the right hand and click “Modify Name” on the menu bar to modify the map name.

€€ Configuration Management Center

admin

36 Map2
5 emol o Gty i ] ‘5' ] 4 i Science Park
! Ji Area 1

Map Name List

[ I

—  wamEwTa
Il I
m{ =
| 3 /

Mue| Uktsbr ko) 51
ano] Gorogl

03FER

DIN Rk P
.

4.9.22 Add HotZone
If there are multiple maps to manage, you will needs to use this function. Because you can quickly switch maps from

one to another through clicking hotzone icon after you add the hotzone. It’s much convenient for users to browse the

47



® Go to the Configuration Management Center interface—> Device and Server Configuration->E-Map interface and

click “Modify the Map and Add HotSpot and HotZone™.

map. The steps are as below:

@  Select the map name on the right hand and click “Add HotZone” button on the menu bar to go to the interface as

shown below.

Add hot zone on the E-map "Map1".

Q Please enter the hot zone information

Text clease click the color button to select the text color.
ase click the icon button to select the hot zone icon.

Please select the associated hot zone map

Map Name
NanShan

(C OK :H Cancel

® Click color box ! to select text color displaying under the hotzone icon.

@ Click @ icon to choose the hotzone icon displaying on the map.

® Check the associated map.

XX

® Click “OK” button to save the settings. Ne qu':.tff, the praperties

The hotzone icon can be moved anywhere. To switch to the designated map, click this icon. If you delete or modify
this hot zone, you can right click and select “Delete” or “Modify the properties”.

@  Adjust the position of this hotzone icon and then click “Save” button to save the hotzone.

49.2.3 Add HotSpot
The position of the monitor can be displayed on the map by adding hotspots so that the position of cameras and alarms

can be vividly shown. The setting steps are as follows:

@®  Select the map on the right hand and click “Add HotSpot” button on the menu bar.
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)
®
@
®

Add hotspot on the E-map "Mapl”

Please select the associated channel.

Q Please enter the hotspot name, choose the device associated with the hot spot and select the text color to display the hot

Text co@lease click the color button to select the text color.
I(ease select associated hot spot first, then select Icon for hot spot.

Hot name 192.168.50.149+80_Sensor 1; 192.1 *|imited to 1-60 Characters

=0 The First Level

=¥ The Second Level
_5192.168.50.149+8ﬂ'
@ 192.168.50.150+80

F\ OK )I Cancel

Select the text color of the hotspot.

: jﬂ : :
Click icon to select the hotspot icon.

Input the hotspot name and select the associated camera.

Click “OK” button to save the settings.

You can drag the hotspot icon anywhere. Please move it to the right position on the map according to the actual

position of the camera.

Right click the hotspot to delete or modify the hotspot.

® Adjust the position of the hotspot and then click “Save” button on the menu bar.

4.10 User and Permission

NVMS-5000 user consists of operator and administrator. The permission of administrator cannot be modified. Only the

permission of the operator can be set.

4.10.1 Add User

Go to Configuration Management Center=>User and Permission>User Account interface and click “Add User”

button.

Creat, Modify or Delete user

Q Select item to modify or delete from the list.

6 Add User ) . Modify m Delete g Modify User Permission

User Name User Ty... Area
4 All Users (1)

& admin Admini...

Telephone EMail Locked  Limited |

No No

Input username, password and select user type and area. Then click “OK” to add a user.

49



Creat new user

@ Creat new user, and set its basic info

New User Name |— Limited to 1-60 Characters

Password limited to 60 Characters
Required Part

N Confirm P. d
The user can login to ontirm Fasswor

the system only through User Type ® Administrator © Operator ————— Select the user type
the network termimal ’— Select the area
e p—
whose MAC address is the area
same with the address you 4——MAC binding
input here.

MAC: |00 : 00 :00 : 00 :00 : 00
€ Lock user

The user cannot
login to the system
if it is locked.

EMail Limited to 1-60 Characters
Telephone Limited to 1-15 Characters
User description m

Optional €——

- Limited to 256 Character:

OK | l Cancel

4.10.2 Modify User Permission

If the added user is an operator user, you can modify the permission. Select this user and click “Modify User

Permission” button as shown below:

Creat, Modify or Delete user

@ Select item to modify or delete from the list.

{5 AddUser  # Modify [ Delete @odm user Parmis_siE

User Name User Type Area Telephone EMail Locked  Limit

4 All Users (3)

&fadmin Administrator No No
& Userl Administrator  The First Level

Mluser2 _|Operator | The First Level __II_I'IE

The permission includes device permission, channel permission, TV Wall permission and EMap permission.
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admin

(3 Configuration Management Center
= -
— €€ Select resources for the user

-

/=00 The First Level
/ =70 The Second Level

@ Change permission 192.168.50.149+80

=& 192.168.50.150+80

Modify permission of user "Use]

| Device Permigsion

q Add Resource ;

Name

onfiguration
evice Log

iewer

nel Rights——
live preview

TZ Control
layback

ackup

Coc D comea |

Click “Add Resource” button to pop up a dialog box. Select the area, device or channel you want to add. Finally, click
“OK” to add a new permission list.

Drag the scroll bar down to set TV Wall permission and EMap permission.

You just need to check the relevant decoders and then click “OK” to save the setting. You must add decoders first

before TV wall permission setting.

Modify permission of user "User2"

@ Change permission

4 TV Wall Permission =)
N

Decodert

Decoder2 T

ok 3
L _ Cancel

Notes of the TV wall permission configuration:
One user can only operate one TV wall (logic wall which can bind multiple decoders).

One user can only bind the decoders made by one manufacturer.

Drag the scroll bar down to set EMap permission. You must add maps first before EMap permission setting. Check the

relevant maps and click “OK” to save the setting.
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Modify permission of user "User2”

@ Change permission

| EMap Right Q|
VAR

GO

Additionally, you can also click “Modify” button to change user’s permission, name, and password and so on. You can

click “Delete” button to delete the created users.

Note: The permission of administrator cannot be modified. If you close the permission control for the specified user,

then the user will have the same permissions as the administrator.

4.10.3 Manage Online Users

Go to Configuration Management Center interface>User and Permission>Online User Management to view the

online users. Refer to the picture as shown below. Select the user and then click “Delete” button.

Note: The user deleted will log out the relevant client automatically and a popup window will show up to give

knowledge about it.

Online user:
User Name Type
admin Configuration Management Center
Monitor Client
User2 TV Wall Client

Coseie D
(ool

4.11 System and Security

Go to Configuration Management Center interface and click “System and Security” to backup or restore system

configuration.

----.aﬂ"\1 System and Security
ﬁ Backup System Config | Restore the system configuration data

® Export system configuration: go to Configuration Management Center interface->System and Security interface

and click “Backup System Config”.
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N\ Backup or restore setting
\ff. ;:? Backup System Confi Restore the system configuration data
P oy g ¥ 9

Click “Browse” to set the export path and the file name and then click “OK” button.

Backup System Config

Select a directory and input filename to backup. This backup file is used to restore your
configuration data.

e Import system configuration: go to Configuration Management Center interface—>System and Security interface

and click “Restore the system configuration data”.

@ Backup or restore setting
\ff. ;:? Backup System Config SRestore the system configuration data

Click “Browse” to select the configuration file you need to import and then click “OK” button.

Restore the system configuration data

Select a backup file to restore configuration. All current data of system will be deleted during the
recovery process.

Import file .
——
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5 NVMS-5000 Client

5.1 Monitor Client

Monitor client is in charge of real-time preview, playback, PTZ control, alarm preview and so on. Only when the
authentication server, media server and storage server is started, can you start monitor client to view real-time video,

record and alarm information.

5.1.1 Start Monitor Client

Before starting monitor client, you must start authentication server and media server first; create and configure the

storage server as well as IP-SAN before recording and playback.

Double click .;@. or click “Start”->All Programs—>Client (NVMS-5000)->Client to pop up a login window as

shown below. Please input the user name and password created in 4.10.1 Add User. Then click “Setup” button to input

the information about authentication server (please refer to 4.2 Configuration Management Center for detail

information). Finally, select Monitor Client in the “Client Type” and then click “Login” button to go to the Monitor

Client interface.

MC Login

User Name | admin
Password
Authentication | 192.168.50.3
Client Type Monitor Client

Remember P rd Auto Login

Login Cancel

Note: one user can login to monitor client, configuration management center and TV wall client which are installed in
the same device and connected to a same authentication sever address at the same time; one user can login to multiple
monitor clients which are installed in different devices but connected to a same authentication server address at the

same time.

After logging in to the monitor client, the following interface shows.
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-
MC ' Monitor Client

m | Playback Live preview +

Live preview = Playback ~ (3 EMap
i) x
[

= >

Device setting -* Virtual Matrix ! System log
J & ) J

’F : '

» 1 /|

4

Basic Setting

v Motion Alarm v Sensor Alarm v Vide n v Ttem Care Detection | Abnormal Video Detection

Alarm Time Alarm Source

User Name: Userl

There are five areas in the main interface of this software. The descriptions of each area are as follows:

Area ‘ Description Area Description

1 Menu Bar 2 Tab Bar—to display the operated functions
3 Function Area 4 Alarm Information List
5 Status information list

Description of Menu Bar

Menu ‘ Description ‘

Export the control panel, system logs, EMap, alarm preview, playback, device
Start configuration and basic setting tab; go to broadcast, modify password, batch
timing and lock or exit the client.

View Export the live preview and organize live view.

Help View software version and user manual.

Descriptions of Function Module

Menu Description

Live Preview: To view live images and record, snap, control PTZ, etc.

Playback: To remotely play the record.

EMap: To manage and display maps, hot zones and hotspots. To operate E-maps —
zoom in/out e-maps, view hot zones and hotspots, display alarm information on the
map.

D E BN

Device Setting.




Menu Description

‘J Virtual Matrix: To create, modify or delete camera groups and schemes.
P System Log: To search, view and backup system log
/ : : .

Basic Setting: To setup record path, system startup and maintenance.

Descriptions of Other Buttons

Button Description

Click it to hide the window

Click it to zoom in/out the window

Click it to exit the window

Click it to extend or shrink the window (eg. Extend or shrink the list of alarm
information list)

5.1.2 Group and Scheme Setting

In monitor client control panel interface, click “Virtual Matrix” to go to the following interface.

-
MC ' Monitor Client

Control Panel Playback Live preview M x \| +

Control Panel Home

Q Select channel group to modify or delete. The modification includes channel addition or channel removal in the channel group.

:‘1%‘ Create Channel Group £ il

Device Name Channel Name

User Name: Userl

5.1.2.1 Channel Group Setting

Click “Create Channel Group” to create a channel group.
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| Mt e g s ] ] e il

Group Name | *Limited to 1-60

Dwell Time Interval

% 192.168.50.149+80

- M1
% 192.168.50.150+80
- CAM1

OK Cancel

After you create a channel group, choose this channel group and click “Change” button. Then click “Add or remove
channel of channel group.

Check cameras on the left and click button to add the selected cameras to the group on the right. Check cameras

on the right, then click button to remove them from the group.

"% Groupl
» 192.168.50.149+80_CAM1

o CAM1

ok Mo

5.1.2.2  Group Dwell Scheme Setting
In Virtual Matrix interface, click the shortcut menu “Modify or Delete group dwell scheme” on the left hand.

scheme to modify or delete.

Group Name Group ID
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Click “Create Scheme” to create a group dwell scheme. Then select this scheme and click “Change” button; choose

“Add or remove channel group of group dwell scheme”. The way to add or remove channel group of group dwell

scheme is the same as the channel group setting. Please see the above-mentioned setting.

5.1.3 Live and Alarm Preview

The monitor client supports the resource overload setting of CPU and memory. The client will prevent the new
channels from viewing and playing if the resource overload has reached the upper limit which will show up as a
reminder. In the interface of control panel, click “Overload configuration” under “Live preview” and then set the

resource upper limit and finally click “OK” button to save the settings.

Q Set resource overload related properties
Threshold setting

Resource upper limit | CPU:95% memory: 80

ok [ Cancel |

5.1.3.1 Live Preview
In the control panel interface, click “Live Preview” to go to the interface as shown below.

The display sequence of the devices on the left hand of the interface can be changed by editing the Sort.ini file in the
installation path of the Authentication Server. There are two display sequences available right now.

® No sequence

The display sequence is to display the devices according to the resource ID (the resource ID of the added device will
dynamically increase). This display sequence is available if the SORT value in the Sort.ini file is 0 and it is the default
display sequence when Authentication Server is installed.

® Display the devices according to the device names

The display sequence is to display the devices through string comparison (by alphabetical order) which is the default
display sequence of the windows tree control. This display sequence is available when the SORT value in the Sort.ini
file is 1.
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. _— . .
MC Monitor Client

Control Panel Playback

% 1 (Online/Total:3/3) : - Open manual recording

2 - Immediate Replay

» CAMERAO1 Ea—— Start talk

+» CAMERAOQ2 ‘ - 2 PTZ Control

+ CAMERAO3 == : 1 1280x720 23fps

» CAMERAO4 ok 2704576 10fps
3 g B 3704x576 25fps
» CAMERAO1 5 =
+» CAMERAQ2
» CAMERA03
» CAMERAO4
+» CAMERAOS
+» CAMERAO6
» CAMERAQ7
» CAMERA08
+» CAMERAOQ9
» CAMERA10
» CAMERA11
» CAMERA12
» CAMERA13
» CAMERA14
+» CAMERA15

Channel Setting
Open Voice
Close preview

Channel info

Full Screen

Auto Stream ‘&

Auto Stream "

Screen Mode Full Screen
Click it to close all  Click it to select
preview windows.  stream type.

Toolbar on the display window:

Button Description ‘ Button Description

Close image Snap

PTZ control. Clicking the icon will display

Start/stop manual record the control panel of PTZ.

REC

EH &

BB T & (B

Start/stop talk Camera configuration
Open/close audio Zoon in
Fit to window
Right button functions:
Menu Description Menu Description
- Open Manual "
Snap Snap picture Recording Start manual recording
gr;g::;jlate Click it and then set the replay time | Start talk Start or stop talk




Menu Description Menu Description
E:-(I)—r%trol To display the control panel of PTZ | Stream Choose stream to view.
Channel Click it to go to the interface of the . .
Setting area and Camera configuration Ol vl Olpein @ eltess el
Close : : Channel Click it to view the channel
Preview Sl SN2 S s Information information

Full Screen | To display in full screen

Note: Click icon to turn off all channels, but click icon to turn off the single channel.

® Monitory Point Preview

To start the live preview, drag the cameras from the list to the right display window or select a window and

double-click the camera to display the live image.

You can drag the image to any window at random.

Note: Node unfold rule: After the first time for setting the device and area, you shall obey the following rule to view

all tree nodes: the first-level nodes will be unfolded by default to show the devices and the second-level nodes; the

second-level nodes will not be unfolded.

For example: A (There is camera group AC under A; sub-area a under AC; camera group ac under sub-area a). A will

be unfolded and AC will be displayed, but a will not be unfolded and ac will not be displayed. You should unfold ac

manually.

® Stop Preview
» Close Preview of Channel

Place your mouse on the window to display the menu
toolbar, then click icon to close preview of this

channel.

>  Close Preview by Right-clicking
Choose Close Preview by right-clicking the display

window to close preview of this channel.

>  Close All Preview

Click icon on the main menu toolbar to close all the

windows.

® Group Dwell Preview

Click “Channel Group” button on the lower left corner.

Immediate Replay
Start talk

PTZ Control

1 1280x720 23fps
27044576 10fps

3 704x576 25fps

Channel Setting

Open Voice

Auto Stream &

Choose a window and then double click the group to view the group dwell image.

®  Group Dwell Scheme Preview

Click “Scheme” button on the lower left corner.
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Choose a window and then double click the scheme to view the group dwell scheme. The system will display the

screen mode automatically.

»  Stop Channel Group or Group Dwell Scheme

Click icon to close all the windows for stopping channel group or group dwell scheme.

® Preview Control
»  Full Screen

Click [=4] icon in the live preview interface or right-click

the preview window to choose “Full Screen” to view in full
screen.
Right-click to choose “Exit Full Screen” to exit full screen

preview.

»  Single Channel in Full Screen
Double click the selected window to view in full screen.

Double click again to recover the window.

»  Stream of Live Preview

Right click on the display window to choose recording
stream as shown on the right. The above stream is
mainstream (eg: 1080P 25fps) and the below is sub stream
(eg: D1 25fps).

Modify Device Stream: Click E button on the preview

window to go to the Area and Camera Management
interface. Click “Image Quality” under Image Setting to

modify device stream.

E /’,

;l!@;: &8 B QH

& 25 & 6

=
Bals8BeQH

Snap

Open manual recording
Immediate Replay
Start talk

PTZ Control

1 1280x720 23fps
2 704x576 10fps

3 704x576 25fps
Channel Setting
Open Voice

Close preview

Channel info

TS

Snap
Open manual recording
Immediate Replay
Start talk
PTZ Control

1280x720 23fp¥
2 704x576 10fps

Open Voice
Close preview

Channel info

Full Screen
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» Audio
Right click on the preview window to choose “Open Voice”

or click [E icon to enable audio of this channel.

Note: Only one audio can be enabled at the same time. If
enabling another channel’s audio, the enabled audio will be

closed automatically.

» Zoom In

Click E icon on the toolbar in the preview window to

zoom in the image; click EE icon to recover the image.

» Snap

Click @ button on the toolbar of the selected channel or

right click to choose Snap to capture the pictures.

After snapping pictures, a message prompt box will pop up
to remind you the pictures are captured successfully and
where the pictures are stored.

Note: Capturing pictures can be realized only in live

preview or playback.

> Talk

Click @ button on the preview window or right click to

pop up a menu bar. Choose “Start Talk” to enable
bidirectional audio.

Note: Since NVMS-5000 only allow you to open one
device’s talk at the same time, the system will stop talk
with the current device for enabling new talk with another

device which is launching talk.

Message Prombt . x

Successfully capture a picture:C:\capture\51.178_IP
Camera2_20141117151111 5.bmp
Successfully capture a picture:C:\capture\51.178_IP
"' Camera2_20141117181111 4.bmp
~ Successfully capture a picture:C:\capture\51.178_IP
Camera2_20141117181111 3.bmp
Successfully capture a picture:C:\capture\51.178_IP
Camera2_20141117181111 2.bmp
Successfully capture a picture:C:\capture\51.178_IP
Camera2_20141117181111 1.bmp

Snap

Open manual recording
Immediate Replay

PTZ Control

1 1280x720 23fps

2 704x576 10fps

3 704x576 25fps
Channel Setting

Open Voice

Close preview

Channel info

Be.s8BeQH
p R = W | Full Screen
n == ST TS
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AN

> Broadcast

@ Click Start on the menu bar of software at the upper [GEre;

. . Me"Add Devi X
right; choose Broadcast to go to the interface. et
i . ’F r remove b 8 add
® Click “Add Broadcast Device” button to pop up a : e
. . © Add Broadcast Device  -# ﬁr 1;2.1b;:;n:15;+;n
window; then check the devices you want to broadcast,

click “OK” button to save the setting.
® Click “Start Broadcast” button to start broadcast.

oK Cancel

| Start Broadcast | Stop Broadcast

> PTZ Control
Please confirm the parameter of PTZ has been configured correctly before operating PTZ.
Click icon in display window or Device Setting to go to the interface. Click PTZ
Setting to enable PTZ and setup protocol, baud rate and address of PTZ.

Note: Here the protocol, baud rate and address of PTZ must be consistent with the PTZ

decoder.

Select the channel and click icon or right click to choose “PTZ Control” to open the

control panel of PTZ.

Click the direction buttons to control its rotational direction; drag the slider to control its
speed.

Click - and ﬂ buttons to adjust focus, iris and zoom.

Select a preset point and click to operate this preset point or double click the preset [l ST Y

- - r\-

=

pomt to operate It. Serial Preset Point Name
Click “Cruise” button to list the cruises. Select a cruise and click [: button to cruise; 1 preset001
. o : preset002
click O button to stop cruising. 3 preset003

preset004
preset005
preset006
preset007

PTZ can also support track, auto scan, wiper and light function.
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5.1.3.2 Alarm Preview
® Alarm Preview Setting

In the control panel, click Alarm Page Setting under Live

Preview to go to the interface.

@®  Alarm preview will pop up automatically when alarm

is triggered if checking “Automatically pop up alarm
page”.

@  Alarm preview will pop up automatically in full
screen when alarm if triggered if checking “Full screen
display when popping”.

® Choose a display monitor from the “Full Screen
Monitor” drop-down menu. The alarm image will display
on the designated monitor when alarm is triggered.

@  Choose the number of screens.

® The alarm page can be closed automatically or
manually. Set the close time if “Auto shutdown” is

selected.

® Enable SMS and then click “Add” button to add phone numbers, fill in the message title or leave it empty and

input the serial No. (refer to the user manual of SMS cat hardware to see the serial No. ) and then click “OK” button to

Time | 30 seconds

Mobile phone number
Add

Delete

Modify

Cancel

save the settings. The certain mobile phone users will receive the alarm messages when alarm happens.

Note: the SMS function should be used cooperatively with the SMS cat hardware. Please refer to the user manual of

SMS cat hardware for its installation and use.

® Alarm Preview

In the Configuration Management Center, set up alarm linkage and alarm schedule for alarm server. The monitor client

will pop up the relevant image on an alarm. In the monitor client, click “Alarm Preview” to go to the following

interface.
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- . .
MC "Monitor Client

ﬂ'!!H review |

5.1.4 Multi-screen Display

In the interface of live preview, click button to plus a tab of live preview. Drag any tab of live preview or right
click the tab of live preview to select “Float” to pop up an independent live preview interface as shown below.

Multi-screen to display can be realized by dragging the independent interface to other screen (graphics card should
support multi-screen output at the same time).
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= —~
~| MC Monitor Client

Snap
# 1 (Online/Total:3/3) < Open manual recording
P = Immediate Replay
» CAMERAO1 — Start talk
» CAMERAO2 - PTZ Control
+» CAMERAO3
» CAMERAO4

1 1280x720 23fps
2 704x576 10fps
3 704x576 25fps

3

» CAMERAO1
» CAMERAO2
» CAMERAOQ3 p 3
» CAMERAO4 E = Close preview
» CAMERAOS : Channel info
» CAMERAOG Full Screen

» CAMERAO7

+» CAMERAO8

» CAMERAOQ9

» CAMERA10

» CAMERA11

» CAMERA12

» CAMERA13

» CAMERA14

» CAMERA15

C hannk

Jroup

Channel Setting
Open Voice

# @ E Auto Stream

5.1.5 Playback

In the interface of control panel, click “Playback” to go to the interface. You can play back the record files stored in the

HDD of device and storage server.
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—_ . .
MC ' Monitor Client

Control Panel® m! x

N

# root (Online/Total:1/2)
# root1 (Online/Total:1/2
@ 192.168.50.149+80
«» CAM1
@ 192.168.50.150+80

Open Voice
Download By Time §§

Close the preview

Full Screen

« Aug 2016 »

Sun Mon Tue wed Thu Fri Sat

11 51 i8] et g 16
7 8 9 1011 12 13
14 15 16 17 18 19 20
21 22 23 24 25 26 27
28 29 30 31

4 Today:8/5/2016

»— 1/321/161/81/41/2 1 2 4 8 16 32
Record Type = Sync Async Storage Server @ @ 5

e BB E 2 #<

— v b becce b becoc boven B Fvece beeve bvecn Lo bover boeec becce bevne Lo bovcc beveoc B b Lo e v Feed |l

(% intrustio | | (IR

Main str

Q Record Search

Area Descriptions:

Description Description
1 Playback Area 2 Toolbar
3 Record time Area 4 Time search or type search Area
5 Resources Area

Buttons Description of Area 2

Icon Description

B 25 == 5= ZE Screen mode. 1,4,9,16,25 channels are optional

i

Close playback of all channels

)

Full screen

Play

Pause

Stop

Playback by single frame. When playback, click . button firstly
and then click this button to play frame by frame.

Forward 30s or backward 30s

Backup the start time

Backup the end time

Download

X
(%]

Event list. Click this button to pop up the event list
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Icon Description

Record playback model. Synchronous or asynchronous

Storage Server |« Playback source setup. Storage Server or device
Click it to add a record label in asynchronous playback mode
Click it to show the record label list

Playback speed bar

Description Description
Close playback @ Snap

B Open/close audio @ Zoom in
Eﬂ Fit to window

Right button functions:

Menu Description Menu Description

Snap Snap picture Open Voice Enable or close audio

To download record by

Download By Time time search

Close the preview | Close single channel preview

Full Screen To display in full screen

In the playback interface, select date and record type, then drag the camera to the right display window for playing.

You can click haSRSSEEESIEN bhutton to search the record file, then click ﬂ button to playback.

Playback record type includes manual record, motion detection record, schedule record, sensor record, item care record,
video abnormal record, line cross record and intrusion record.

In the timeline, green bar stands for manual record data; yellow bar stands for motion record data; blue bar stands for
schedule record data; red bar stands for sensor record data; brown bar stands for item care record data; gray bar stands
for video abnormal record data; pink bar stands for line cross record data; orange bar stands for intrusion record data.
By default, the N9000 devices will use sub stream when playing the record. You can also choose to use the main
stream. Refer to the picture as shown below. Select a N9000 device to show the “Main str”” check box (it is unchecked

by default) under the record type and then check it to play the record by main stream.

Main str

Q Record Search

Notes: you can search the record stored in the device disk or the storage server to play them separately(the default

playing source is the record stored in the device disk). Synchronous and asynchronous playback modes are available.
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Different record can be searched according to different record types and the searched record will be shown on the time

scale with different color blocks.

5.15.1 Playback Mode
® Instant Playback

Right click on the image window in the live preview interface to pop up a menu. Click “Immediate Replay” and then
set the playback time point to play the record instantly (the record of the channel in the past five minutes will be
searched and played from the time point where the record exists). Refer to the picture as shown on the left hand below.
Instant replay configuration: click “Instant replay configuration” in the control panel to go to instant replay

configuration interface. Select the data source and then click “OK” button to save the settings.

Live preview

Snap

G|

Open manual recording

10 seconds

Start talk 30 seconds

PTZ Control 1 minute

1 1280x720 23fps 5 minutes
v 2704x576 10fps Customize

3 704x576 25fps
Channel Setting
Open Voice

: Set up data sources
Close preview

[ «ff‘ o
lﬂ BLlG8%BeQHE Channel info

Datasource | Device
Full Screen
Device

Storage Server

OK Cancel

e Synchronous Playback
Synchronous Playback: in a certain time, all channels play back its record at the same time spot together; if one

channel has no record data at this time spot, this channel will be waiting.

Storage Server a

@® Set the playback source by clicking on the toolbar (there are two playback source optional,

storage server and device; if device is selected, the default playback mode is synchronous playback; if storage server is

selected, the default playback mode is asynchronous playback).

@ Click IERES to switch to synchronous playback mode.

® Select the playback date and record type on the left side of the playback interface.
@ Start to play back the record synchronously by one of these three ways mentioned as follows:
e Drag the channel to the playback window directly.
® Select one playback window and then double click one channel to play back the channel record in the
selected window.
® Select one channel and then click “Record Search” button to search the record; the record searched will be

shown in the record time area. Refer to the picture as shown below. Select one playback window and then click

ﬂ on the toolbar to play back the channel record.
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1

In synchronous mode, one camera can only have one play window. You can view all cameras’ record information at the

same time.

When playing record file in synchronous mode or asynchronous mode, clicking or will be

useless unless you close all the playback windows.

Asynchronous Playback

Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the

others and each channel’s playback time can be different.

Storage Server a

®  Set the playback source by clicking on the toolbar.

©® Click M4 to switch to asynchronous playback mode.

® Select the playback date and record type on the left side of the playback interface.

@ Start to play back the record asynchronously by one of these three ways mentioned as follows:
® Drag the channel to the playback window directly.
e Select one playback window and then double click one channel to play back the channel record in the
selected window.
e Select one channel and then click “Record Search” button to search the record; the record searched will be
shown in the record time area. Refer to the picture as shown below. Select one playback window and then click
ﬂ on the toolbar to play back the channel record.

|||| ||||||)||i:|)||||1|||”|||||||||||V|(||||(||V|V||||||||||V||||||||||V|||||||||V|V||
Mc Add Playback Label
o Playback by Record Label i FeR
You can add record labels in asynchronous playback mode. D =

Select one playing window in asynchronous playback mode

and then click to pop up a window as shown below.

Input the description of the label and then click “OK” button to

save the label.

Channel Name 001
Time 2016/07/29 00:00:00

Description

OK Cancel
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Click to pop up the label list as shown below. Select one playback window and then double click one label in the

list to play back the channel record from the time point saved by this label.

Search by Label D¢

7] Order Channel ID Channel Name Playback Time Paoint

27.108_27.108

27.108_27.108

e Playback by Setting Time
Right click the color bar to | @ Manually set the time of channel 13
select Set the Play Time of

Set the play time of the channel 13
the Channel X and then a —

dialog window pops up. Input time manually or click «| =

Input Time: Ba0:32 PN E,

button to select time. The system will play the video from the time

you set. 0K Cancel

® Playback by Searching Event

Click button to display the event list. Double click an event to play this event record.

Note: and buttons on the timeline are used to expand and narrow down the time bar, so you can choose a
more accurate playback time.

132 1618 11412 1 2 4 8 16 32

What’s more, you may also change playback speed by dragging [ bar.

5.1.5.2 Take Snapshot When Playback

Click @ button on the playing window to capture pictures. A message prompt will pop up after snapping.

5.1.5.3 Clip and Backup Record

When playing back record file, click - button to set the start time; click - button to set the end time. Then

click - button to download the video files within the configured time.

Note: The default path is C:\\backup.

5.1.5.4 Download Record
® Download Record by Time Search

Right click the image in the playback interface to pop up a drop-down list and then click Download By Time to pop up

a window as shown below:
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@ Download record by time

eI A SIS (RNl 2016-08-06 00:00:00 ~ R U 0016-08-06 23:59:59 ~

& 1004 i
= 1557 M Manually
& 15002 3 M video Ab

& 15003 ’ .
Record Search Download

& 15004
:1:212128 170125 | € o = TEHCRUD it >
¢ -LOS. L7 0. |
& 22005

/1% 27.108
A 27.108

4
V

% 27.109

S 27.110 Target path Browse

® 27.111

% 27.115

S 27.116 Cancel

§ 27.122
% 27.125
S 27.126
$ 27.127
% 27.128

Select record channel, start time and end time, checkmark event type and then click “Record Search” button to search
record information. After the information is searched, a backup information window will pop up by clicking

“Download” button. Click “Browse” button to choose save path. Then click “OK” button to download record.
e Download Record by Event Search

Click E button to display event information list. Choose an event and right click to download this event.

® View the Progress of Downloading

When downloading, you can view the progress of downloading and stop downloading manually.

] serial N Start Time End Time Had Downloaded Had TakeTime

13 12:00:00 AM 3f 013 11:59:59 PM 68 00:00:04

The number of backup: 1 User Name: 1

5.1.6 Device Setting

In the control panel interface, click “Device Setting” to go to the following interface. Here you can set the device

parameter.
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, Select device or channel to config

4 The First Level
# The Second Level
@ 192.168.50.149+80
«» CAM1
® 192.168.50.150+80
«» CAM1

Channel Setting

r@\ Image Settings

Select a device in the list to show the interface as shown on
the right. You can change the device basic configuration,
device time, search device log, manage device disk,
configure device network, etc.

For instant, click “Basic Configuration of Device” to go to
the interface to edit the devie name (the changed device

name will be synchronized to each module of the system),

device ID, video format, video output, etc. Click “Save”

button to save the settings. Different device settings will be displayed for different devices.

Camera Basic Setting

In the control panel interface, click “Camera Basic Setting” to go to the interface. The real time image will display
when you click one channel. You can set the parameter of this channel like the parameter of image, record, motion
detection, video loss alarm and PTZ. Different device settings will be displayed for different devices. You shall

configure it according to its user manual.

5.1.7 E-Map

To see the EMap tab, please go to the monitor client interface and then click “EMap” menu.
You can double click the hotspot in the map to see the channel image. The hotspot icon will become a twinkling alarm

light when there is an alarm triggered and the alarm image will also pop up automatically.

Go to the monitor client interface and then click Monitoring Settings of E-map under EMap to go to the E-map
configuration interface. Check “Preview window to be automatic popup” and then click “OK” button to save the
setting. The alarm image will show up automatically in the window on the right when there is an alarm triggered.

Click “Overlap” button to pile all these images. Click “Clear All” to clear the current all alarms. Click “Tiled” button
to tile the alarm preview windows on the right side.

Click the triangle icon at the bottom right corner of the interface to pop up an alarm list. You can view the relevant

alarms in the list.
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- - -
MC ' Monitor Client
= Control Panel w—‘

e

S Clear All @ Overlap

ALarm Source
2016-6-26 13:49:04 2_CAMERA04 Motion Detection

2016-6-26 13:48:23 2_CAMERA04 Motion Detection

5.1.8 System Log
Go to the monitor client interface and click “System Log” menu to see the following tab. You can check all kinds of

logs and export these logs.

Control Panel

Main type : All

Sub type :

Export

TR 0016-08-06 23:59:59 (B Search

SR CAPRT] [ NPT [ndex | Main type | Sub type Time Content User/Server Na

/4 The First Level (Online/Totak0 1  Operationlo Log Sea 8/6/2016 12:36:45 PM  Check system lo admin

& The Second Level (Online/ - Operation lo 8/6/2016 12:36:44 PM g tem logs admin

: log Login/logou 8/6/2016 1 g PM Logout
em log Login/Le 8/6/2016 11:53:10 AM n successful admin
mlog Login/logou & 16 11:52:48 AM Logout admin
m log e 8/6/2016 11:52:38 AM ice started s Media Server
log erlog  8/6/2016 11:52:34 AM em startup
Operation lo Sy c 8/6/2016 11:47:35 AM S configurationSucci
mlog Login/logou 8/6/2016 11:46:42 AM ul
mlog Loginflogou 8/6/2016 11:24:08 AM Login successful admin

mlog Loginflogou 8/6/2016 11:20:30 AM Logout admin

First page Previous Last Page
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Select the main type and sub type, start time and end time and then click “Search” button to see the relevant log

information.
If you need to export the log information, you can click “Export” button after you search the relevant log information

and then select the export path. Finally, click “Save” button to export those logs to the designated folder.

5.1.9 Basic Setting

Click “Basic Setting” in the monitor client to go to the following interface.

Video path setting
5 l g

% System Startup and Maintenance
=

In this interface, you can set record path, record backup path, snap path and the default number of the snap as well as

system startup and maintenance.

5.1.9.1 Video Path Setting
Click “Set the Record Path” to go to the interface and then click “Browse” to set the path; finally, click “OK” to save

the setting. Click other shortcut menus to go to each interface and choose the path separately.

5.1.9.2 System Startup and Maintenance

In the interface of Basic Setting, click System Startup and
Maintenance to go to the interface. B <\ oot s mntonance confouaton
Under “Set the Automatic Startup and Login”, two ways to
enable the software can be selected. e S e Bt
If checking “Auto Reboot PC” , user name and password Auto Raboot BC

of the computer need to be input; time interval and restart ser Name TEREICRIOEE) |

time need to be selected. revartvme [

5.2 Web Client o Mo

5.2.1 Operating Environment of Web Client

The web client supports IEQ/IE10/IE11, Firefox or Google browser. Please make sure that your browser supports the
downloading and use of the Web Client.

»  Checkup whether the IE browser prohibits Active X control from downloading:

Open IE browser, click £ —Internet Options—> Security—=>Custom level... to pop up a security settings window.
Then enable all sub options under “Active X controls and plug-ins”.
» Checkup whether there are other components or antivirus to stop downloading Active X control. Please close

other components and configure antivirus and firewall to allow the installation of the files named NetLiveMonitor.exe

and NetPlayback.exe.
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Before starting IE client, Authentication Server and Media Server must be started first. Then Open Apache. You can
check it from the lower right corner of the PC as shown below.

5.2.2 Start |IE Client

Start ‘@ Apache2.2 3
Stop
Restart

Input the IP address or domain name of Authentication Server and the web server port, for example:

http://192.168.50.3:8088 (In this example, IP address is 192.168.50.3. The default web server port is 8088) to go to IE

®

< Login

Client. Then input the user name and password you created in Account and Permission interface, select the language
and input the verify code; click “Login” to login to the IE client.

O NVMS5000

User name: \:l
Password: :l
. [Engish ]
Verify code: :l

Please download the relavant Active X controls according to the tips if you login to the IE client for the first time.

The live interface is as shown below.

Yve Monitor

admin | Chang password | Logout | |United States (English) v

Live preview Playback

Channel list P1Z

E-AControl Center(Equipment:0/2 L
% Devicel v/ 1XVGA 30fps
g PC 2 CIF 30fps
! : 3480°240 30fps M)
=-ASecond Level Center(Equi Open Voice

AThird Level(Equipment:0) S CloscPreien

B g =
Collapse all | Expand all B TS s

Click Playback tab to see the playback interface.
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T =
Web Monitor |
admin | Chang password | Logout | |United States (English) v ‘

Live preview Playback ‘

0  [u v[oi6v] o]
|

Su Mo Tu We Th Fr Sa |

1
4 S e e ||
10 1 2 14 15
17 18 19 20 21 22
24 25 26 27 28 29
31

] [ schedule Record |
[ sensor [ Manual Recor

= fControl Center(Equipment 172)
Bw Devicet
Eipc

= {Atsecond Level Ci

AThird Level(Equipment:0/0)

3 %1 ] B 1/321/161/81/41/2 1 2 4 8 16 32
B B & i -
|

b

Ly bccn ) yaa Locccbey s L Fovor Boccc becce Lo becoc Feovee Bevee Bevee Bovec oo oo oo b Boeec Lo e Lo |

[ Collapse all | Expand all

Select the playback window and playback date and then click P button beside the camera name. This will take you to
see the image.

The operation steps of this IE monitoring interface are similar to that of the monitor client. Please refer to relevant
chapter for details.

5.3 TV Wall Client
5.3.1 Create and Connect Decoder to TV Wall Client

@ Create a decoder in the Configuration Management Center. Please refer to 4.8 Decoder Settings for details.

@ Connect and power on the decoder and make sure the images can be normally displayed on the TV Wall Screen.
® Double click the decoder in the IP-Tool to go to the web client of the decoder. Input the user name (admin) and
password (123456) and then click “Login” button to go to the interface (or configure the decoder through local client,

please refer to the user manual of the decoder for details).

Login
User name: |admin| x |
Password: | Ty |

Refer to the picture as shown below. You can configure the decoder, change the password and view the software

version. Input the decoder name and password created in the Configuration Management Center and then input the IP

address and port of the Authentication Server; click “Save” button to save the settings.
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Configure Decoder

Decoder User: (110260

|

Password:

Server Address:
Server Port:
Video Outputl:
Video Outpur2:
Video Format:

Save

Modify User Password

User Name: admin

m

0O1d Password:

New Password:

Input again:

||

Modify Password

[Modify TP/Fort
[Kernel Version:20170516

Software Version:1.3 2beta®

Note: The decoder will restart automatically if you change and save the settings of the decoder. Please check whether

the decoder is connected to the Authentication Server, Media Server and TV Wall Client after the decoder is restarted.

5.3.2 Start TV Wall Client
Decoders can be connected to the system to control the decoder output. The Authentication Server and Media

Server should be started first.

Authentication Server and Media Server must be started first. Double click & icon or click “Start”>All
Programs—> Client (NVMS-5000)->Client to pop up a login window as shown below. Input the username and password
created in the Configuration Management Center. Then click “Setup” button to input the relevant information of

authentication server (please refer to 4.2 Configuration Management Center for more details). Finally, select TV

Wall Client in the “Client Type” and then click “Login” button to go to the TV Wall Client interface.

Note: multiple users can login to the TV wall client; only operator users can login to the client while administrator

users cannot.

User Name |userl
P ord
Authentication | 192.168.50.3

Client Type = TV Wall Client

Login Cancel
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The main interface of TV Wall Client displays as follows. “Resource browse” includes all front-end video devices and

their channels. “Channel group” includes all defined channel group; “Output” includes all decoding outputs.

i@ Resource browse

4 O1(Online/Total:11/33)  *
b o IPCamera8 ﬂn Setup
0w IPCamera13
b 46130
b &= 2716TE-P-6343
v @ NVR3.0-3131
o
4

W TV Wall Client

« 192.168.63.82+80
= 192.168.63.86+80

= Camerai
b @7335-61.34-——--
4 &P 9433E2-20
wp 9433E2-20 “ 3_Output3
0w 500w-150175 ~i 4 Outputd
b 192168.63.44 “+5_Output5
I = EDVR63.14 s 6_Output6
« I » ~ 7_Output?
Channel group i 8_Output8

¢ 9_Output9

~: 10_Outputl0

11 Outputll

12 Outputl2

~13_Outputl3

v 14_Outputl4

~: 15_Qutputl5

¢ 16_Outputl6

~: 17_Outputl?

%418 Output18

~:19_Outputl9

420 Output20

i 21_Output2l

22 Output22

“: 23_Output23

24 Output24 Splitmode 1x 1
« i f User Name:l CPU: 4% Memory: 61% 2017-05-24 15:34:17 i

Device Name  Channel Na Cha.

Note: The quantity of the video decoding outputs is determined by the type of the decoder.

5.3.3 TV Wall Output

The TV wall area should be initialized before configuring decoder outputs. Refer to the interface as shown below.

@ TV Wall Client

&= Resource browse
= Channel group
Qutput
4 By110261

veq 1_Outputl

V&R 2_Output2

ved 3_Output3

veR 4_Outputd

V&R 5_Output5
Vel 6_Outputb Add PIP window

Merge Resolution :

veR 7_Output?

veA §_Output8

veA 9_Output9

Y6 10_Outputl0
v61 11 Qutputll
VeA 12 Qutputl2
Y6 13_Outputl3 Column :
v&A 14 Qutputl4d
¢ 15_COutputl5
¢ 16_Cutputlé
~: 17_Qutputl?
~ 18_Outputl8
¢ 19_Outputl9
~ 20_Output20
~ 21_Output2l
~ 22_Qutput22
~ 23_Output23
“ 24_Output24
~ 25_Output25
Nz 26_Output26

Video Format :

Split model x 1

User Name:C1 CPU: 55% Memory: 68% 2017-05-25 11:03:42
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Right click on the TV wall area and then select “Initializing” to pop up the initializing window. Select resolution, video

format, row and column number and then click “OK” button to save the settings.

If the TV wall area is initialized, multiple operations can be done such as binding and unbinding of the decoder outputs,
merging and recovering of the video outputs, adding and deleting of the PIPs, etc.

Binding and unbinding of the decoder outputs: refer to the interface as shown below. Select one output on the left
hand and drag it to one window in the TV wall area on the right hand; then the output is bound to the window. Right
click on the window which is bound to the output and then click “Unbound” to clear the binding relation of the
window and output.

Note: the outputs in the “Output” menu on the left hand of the interface should be bound to real screens to enable the
decoding operations in “Resource browse” menu, or the decoding operations will be disabled as the configuration data

is not sent down.

@ TV Wall Client

@D Setup

&= Resource browse

= Channel group
& output
4 By110261

v6h 2 Qutput?
v6h 3 Qutput3
usa4 Qutputd 110261-1 Outputl
v6A 5_Output5

veA b_Outputd

veR 7_Qutput?

¥6A 8_Qutput8

¥68 §_Qutputd

¥6A 10_Outputl0

v6i 11 Outputll

Y612 Outputl2

Y613 Outputl3

v6A 14_Outputl4
“15_Outputl5

“z 16_Outputl6

“z 17_Outputl?

“z 18_Outputl8

“z 19_Outputl9

“z 20_Output20

21 Output21

“z 22 Output22

“z 23_Output23

“z 24_Output24

i 25_Output25

“z 26_0Output26 -
110261-1 Outputl

User Name:C1 CPU: 61% Memory: 76% 2017-05-25 11:09:37

Viewing and renaming of the outputs:

Select one output in the output list and then right click it to pop up a menu.

& output
Click “Output information” to view the output information; click “Rename” | 4« B3110261 s
Vel 1_Qutputl
to rename the output. w20utpy  EPend el
The display sequence of the output tree in the local client of the decoder is ve#3 Outpy  ockup el
Expand
the same with that of the TV wall client. Once the output is renamed, the 40utpy
YeR 5_Qutpu
output tree in the local client and TV wall client will be updated at the same ¥64 6 Outpu Rename
Refresh
time. The output icon is light if it is online and grey if it is offline. M G.ipt information
¥518 Outpu. T —
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Merging and recovering of the video outputs:

Drag the mouse to select multiple video outputs and then right click to pop up a menu. Click “Merge” in the menu to
merge the selected video outputs as a big video screen. Right click the big video screen and then select “Recover” to
recover the video outputs. Refer to the interface as shown below.

Note: 4*4 merging available at most. The outputs of different main decoders cannot be merged.

@& TV Wall Client

@n Setup

& Resource browse

= Channel group

& output

Open roaming

4 Pa110261
Y611 Qutputl
veh 2 Output2
v6A 3_QOutput3
us4_Outputd 110261-1 Outputl Merge
veA 5_Output5 Add PIP window
VER§_Qutputb Del PIP windo
veR 7_Qutput?
v 8_Outputd Unbound
Y619 Qutput9 Initializing
v6 10_Outputl0
vea 11 Outputll
v6A12_Outputl2
veA 13_Outputl3
veA 14 Outputl4
“z 15_Outputl3
“z 16_Outputle
“z 17_Outputl?
“z18_Outputl8
“19_Outputl9
“z 20_Output20
21 Output2l
i 22_Output22
“z 23_Output23
“ 24_Output24
F

“z 25_Output25
%z 26_Output26

User Name:C1 CPU: 60% Memory: 75% 2017-05-25 11:08:30

Adding and deleting of the PIPs:
Select a video output and then right click to pop up a menu. Click “Add PIP window” and then drag the mouse in the
video output to add a PIP area. Refer to the interface as shown below. Right click the PIP window, click “Open
roaming” and then drag the PIP window to move it. Click “Del PIP window” to delete the PIP window.
Note: 1. The PIP window area must be larger than 10 percent of the video output window, or you will fail to add PIP
window. Only one PIP window can be added to each video output window.

2. The PIP window can only be used to decode the images. The alarm linkage channels are processed by the

decoders and the alarm linkage images will be displayed at the fixed position with fixed length and width.
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@R TV Wall Client

ﬂa Setup

-
= Resource browse [+ ]

i= Channel group

| Output
4 P5110261
ved 1 Outputl
ved 2_Output2
V&A 3_Output3
Vel 4 Qutputd
V&R 5_Outputs
V&R 6_Outputd
weA 7_Output?
veA 8_Outputd
veA 0_Outputd
veA 10_Outputl0
veA 11 Qutputll
V612 Qutputl2
V6113 Qutputl3
veA 14 Qutputld
~ 15_Cutputls
~¢ 16_Outputlt
¢ 17_Cutputl?7
¢ 18_Outputl8
¢ 19_Outputl9
~ 20_Output20
~ 21_Output2l
~ 22_Qutput22
~ 23_Output23
~z 24_Output24
~ 25_Output25
“ 26_Cutput26
110261-1 Outputl

Del PIP window
Open roaming

Unbound

Initializing

Split moded x 4

User Name:C1 CPU: 53% Memory: 77% 2017-05-25 11:10:31

You can add channels for decoding after binding the decoder outputs to the video output screens. Click “Resource

browse” and then drag one channel to one split window in the TV wall area (or click “Channel Group” and then drag

one channel group to the split window). Refer to the interface as shown below. Drag the channel directly to the split

window and then the channel will be decoded in real time. You can also drag the devices to the split windows for

decoding.

Stream selection rules: 1/4

third stream is not selected.

I wd Nameb

I wd Nname7-140

I wd Name

I wd 800W-9441E2

b @ 400w-61.11_mima:l

400w-61.11_mima:1_400w-61.11_mima:l

[5} Plan Task Seting (V' Start Task

li‘ E‘] E@j > B E ,_E]Saveplan

split windows use the main stream by default; 9/16 split windows use the sub stream; the
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iS5 Resource browse

a 01 (Online/Total:11/13)
W) 6130 00w-61.11_mima
b &9500w-150.175
b 0 40.1-61.35
v &335-61.36
v §9423M
b @ 9433E2-20
I @ name7-140
b @) 192.168.63.82+80
I @ nameéb
b &) 3.3.5-61.34-----
b @?192168.63.86+H0

Common modeArea mode

5 Plan Task Setting (V) Start Task

) saveitasplan [} implementplan [ Dwell eting 3 Start Dwelling

i= Channel group

& output
@Qutput:1@Decoder 1P:192.168.64.62 User Name:C1 CPU: 55% Memory: 76% 2017-05-25 11:12:55

Zoom&undo zoom function: double click one split window to enlarge it to the whole output screen and double click

it again to recover it to the original size.

Click “Resource browse” to go to resource browse tab, select one output window in the TV wall area and the IP
address of the decoder and output information corresponding to the selected output window will be shown at the

bottom left corner of the interface.

The following pictures are the sample pictures displayed on the TV Wall.
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Note: Please make sure that Authentication Server and Media Server have run and TV Wall Client has been set well
and devices have connected well. Then the TV Wall Server can display images normally.

There are two display modes available in the TV wall area: common mode and area mode. Click “Area mode” at the

bottom right corner of the TV wall area to switch to the area mode. Refer to the interface as shown below. Right click

the TV wall area and click “Create output area...” and then drag the mouse to select an area.

E\@Ot.lt;:l.lt:t.lﬂllcﬂ;:uw@De‘c;:dar' IP:Unknow,Bind output please. User Name:C1 CPU; 53% Memory: 76% 2017-05-25 11:15:11

@ TV Wall Client

ﬁ} Setup

&= Resource browse

4 01 (Online/Total:11/13)

v @ 6130

b 500w-150.175
b oul4.01-61.35

b 413356136
W) 9423M

b 043362-20

I @) name7-140

b @) 192.168.63.82+80
I @3 name6

b 3.3.5-61.34——

3 .ﬁname

bl S00W-9441E2

o @) 400w-61.11_mima:l

2 Channel group

r | Qutput

= Commen moddirea mode
New Plan

g Plan Task Setting V Start Task

m El] EEE } . I__| L@ Save Plan ﬁ Save itas plan E% Implement plan @ Dwell Setting 3 Start Dwelling

3¢ 4

The name of the created area will be displayed at the top left corner of the area. Refer to the interface as shown below.

Click “Resource browse” and then drag one channel to the area for decoding (or click “Channel Group” and then drag

one channel group to the area). Right click the area the then click “Delete area” to delete the area; click “Rename” to

change the area name; click “Clear area” to clear all the channels in the area; click “Delete all areas” to delete all the

created areas in the TV wall area.
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@ TV Wall Client

gﬂ Setup

&= Resource browse B

4 01 (Online/Total:11/13)
b P 6130
b P 500w-150.175
0w 4.01-61.35
0w 3.3.5-6136
b &9423M
b @ 9433E2-20
U @9 name7-140

Delete area
Rename

Clear area

b w?192168.63.82+80
U wd nameb

b &) 3.35-61.34--—

b P name

b ) B0OW-9441E2

v @9 400w-61.11_mima:l

Delete all areas

[3 Pian Task Setting (V) Start Task

m Eﬂ E@j | 3 '_% Save Plan ﬁ Save itas plan I;g Implement plan E"‘l Dwell Setting
4 20

04:00 1 00
vl b bl A 1 il ol

= Channel group

[ output
fi @0utput:Unknow@Decader IP:Unknow,Bind output please. User Name:C1 CPU: 46% Memory: 76% 2017-05-25 11:15:55

Area Configuration Rules:

1. The display and operation of the areas can only be done in the area mode.

2. In area mode, you can only do the operations relating to areas such as draging the live channels , live devices,
replay channels and channel groups to the areas. Draging the channels to the non-area windows is forbidden unless you
go to the common mode first.

3. The created areas cannot be overlapped.

4. The areas created in the area mode will not be displayed in the common mode.

5. Some operations which are unrelated to the areas such as window spliting, zooming and recovering, PIP are not
supported in the area mode; please go to common mode to do these operations.

6. You can go to the area mode if there are split windows which are zoomed in the common mode.

7. The configuration of the areas is a global operation. If there are areas, the areas will be applied to all the output
plans(the split mode of the areas must be the same with that of the plans, or the areas will be deleted automatically).

8. You can create 10 areas at most.

9. In area mode, only areas have focus while the split windows in the areas have no focus.

10. There is no need to add and configure areas if there are no output plans. To add and configure areas, create and
save output plans first and then you can back up and recover the output plans and the created areas: the created areas
without output plan can not be saved and restored.

11. To judge whether the areas are valid: 1). all the areas can contain the whole PIP window or not contain it, but can
not just contain part of the PIP window, or the areas will be invalid automatically; 2). the areas can contain the whole
split window or not contain it, but can not just contain part of the split window, or the areas will be invalid
automatically.

12. In the area mode, you cannot go to the output configuration interface directly; you should go to common mode
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first and then click “Output” tab to go to output configuration interface.

13. The number of the invalid areas will be added to the total area number, you can delete the invalid areas manually;
all the areas will be deleted automatically if you import or change the output split mode.

14. All the created areas will be cleared if the output split mode is changed. For instant, if you change the output split
mode from 2*3 to 3*2 then all the created areas will be deleted.

Select one window which is now decoding images and right click it to pop up a menu; click “PTZ Control” to pop up
the PTZ panel as shown below.

W TV Wall Client

‘ ﬁﬂ Setup

&= Resource browse

4 1 (Online/Total:11/13) 1
b @) 6130 400w-61.1
b wp500w-150.175 18
U w 4.01-61.35
U w3.3.5-6136
b wp 9423M
v W) 9433E2-20
b @d name7-140

Empty window
Empty large screen

Empty all

— 0. Focus =+

U @) 192.168.63.82+80 ; =& s TF
® &) namet = (® Zoom | =+
b @9 3.3.5-61.34--

I &3 name —

b wd 800W-9441E2 Preset  Cruise

b @D 400w-61.11_mima:l

Orde Preset Name =

PRESET001
PRESET002
PRESET003
PRESET004
PRESET005 Common modeArea mode
PRESET006

s . = PRESET007
[5} Pian Task Setting (/) Start Task
[ Dwell Setting

@ Save itas plan L:% Implement plan : Start Dwelling

| T

= Channel group

& Output
@Qutput:1@Decoder 1P:192.168.64.62 User Name:C1 CPU: 58% Memory: 76% 2017-05-25 11:16:50

Click “Empty window” to clear the channel in this window; click “Empty large screen” to clear all the channels in this
output screen; click “Empty all” to clear all the channels in the TV wall area; click “Zoom” to enlarge the window to

the whole output screen; click “Undo Zoom” to recover the window to the original size.
Button explanations of TV wall client interface:

Button Function Button ‘ Function ‘

[1] [4] 93 Screen mode D Stop
» W1 Play/Pause Clear all channels

Save the video output plan: after dragging channels to the output area, click &=sa=Pan to pop up a dialog box. Input

the plan name and then click “OK” button as shown below. Then the plan will be listed in the output scheme area.




: @ Save it as a plan X

Input Plan Planl

OK ] \ Cancel

@ Plan Task Setting V Start Task

li‘ EI] @ [ . |__| !E;] Save Plan g Save itas plan L:l Implement plan Lv Dwell Setting ﬁ Start Dwelling

00:00 P

L Savedplans

Plan1[1] Plan2[2] Plan3[3] Pland[4]

If one output plan is needed, double click the plan name in the output scheme area to display the images on the TV
wall screen by the plan; as for the A120 decoder, you should click 3 mplementpian.  after double clicking the output plan.
Then the images will display on the TV Wall screen.

Click BEsaveitaspan 1o save the current plan as another plan. Refer to the dialog box as shown below. Input the plan

name and then click “OK” button to save the plan.

@ Save it as a plan

Input Plan Plan2

L OK J \ Cancel ]

Right click one output plan to pop up a dropdown list as shown on the right.

Click “Rename” to modify the plan name. Click “Delete” to delete the plan.
Rename

Click “Clear all the plans” to clear all output plans (be careful to click it). S

Some saved plans will be invalid plans if the decoders relating to them are D e

Clear all invalid plans

v Show all the plans
invalid even if you add the same decoders in the Configuration Management Only show valid plans

deleted in the Configuration Management Center (these plans are still

Center after you delete them). You can delete these invalid plans by clicking

“Clear all invalid plans”. You can also click “Show all the plans” or “Only show valid plans”.

Double click one output plan and then modify the channels in the TV wall area; finnally, click &ls==Fn o save the

plan.

Dwell Setting: click (£ pweliseting hytton to pop up the following window. Select the dwell time, check the plans and
then click “OK” button to save the settings. Click ‘& startbweling to start dwelling; click & StpDweling o stop

dwelling.
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@ Dwell Plan Setting |

Dwell Plan l30 second vl

B Al Plan
M Plani[1]
¥ Plan2[2]
Plan3[3]
.M Plan4[4]

Plan Task Setting: click (5 PianTaskseting to pop up the following interface. Click “Create Task™ button and input the
task name, select the trigger mode and time, select the plan in the plan list, check “Enable” and then click “Create a
task” button to save the task.

@ Plan task Setting X

Create ,Modify or Delete scheduled plan task

@ Create task ,or select plan task from the list then modify or delete it

@c«mu Ta # Modify [T, Delete

Task Name Enabled Implement plan Trigger  Trigger ti...

R R EEEEEEEEEEEEEEEE———5———
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@ Create a task = |

Q Please enter the information of the scheduled task.

Task Taskl *Limited to 1-60 Characters

Trigger mode and time

Start Time  11:20:58
@ Everyday

Every Week

Trigger Implementing plan

Selected [Plan1
Plan Name Plan No.
gl Pl | 1
= Plan2 2
= Plan3 3
= Plan4 4
Coeateaws [ Concel

The created tasks will be listed in the “Plan Task Setting” window. You can create multiple plan tasks. Select a task in
the list and then click “Modify” button to modify the task; click “Delete” button to delete the task. You can manually
start the task by clicking ¥ sartTask and stop the task by clicking [ StepTask

Operations of the A120 series decoder:

The A120 series decoder should be initialized first before use. Refer to the interface as shown below. Click

“Initializing” to initialize the decoder.

@R TV Wall Client
[ @O Setup

& Resource browse

=

= Channel group
= Output
4 B172161742
wm ] HDMI
wom 2_HDMI
wom 3 HDMI
wom 4 HDMI

Decorder Basic Configuration
Decoder Network Configuration

Decoder System Configuration
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@R Tnitializing Window =
Resolton: (256071506 .
s [ n

e B )
Column: 2 -
[carco |

The A120 series decoder can decode the output channels after the initialization is completed. Drag the channels to the

TV wall area and then click [ meiementeian to decode them.

@R TV Wall Client

@o Setup " :

& Resource browse

b @»27.118 e
b @9 27.119
b &27.120
b &927.122
b @»27.125
b @927.126
b &27.127
b &»27.128
b @9 27.129
b @»27.130
b @27.131
> &27.132
b @»27.133
b 27134
> 27135
b @»27.138
b @) 27.140
b @»27.141
b &27.161
b w9 nameldlL+-012345+

New Plat*
[& Plan Task Setting \/ Start Task
m E{] E?_IE ) . I__| J:é]SavePlan
4 [dDevices (Online/Total:7/¢

b @ DS-2CD2732F e T R A A S e e T
b @ DS-2CD3210-13

> @ DS-2CD3T35D-13

b @ DS-2CD3T35D-13-22. .

< m »

ﬁ Save itas plan l_;i: Dwell Setting “ Start Dwelling

>

i= Channel group

& output
i Explore Resource ser Name: ;1% emory: 37% -08-06 17:28:
=‘E}(pl R User N 7! CPU: 21% M ry: 37 2016-08-06 17:28:47

The A120 series decoder can also save plans, dwell plans and plan tasks, etc. as shown below.

[} Pian Task Setting (V) Start Task

[1] 4] 53 [ BB] SlsavePian  [Esaveitasplan  [S) implementplan [ Dwell Setting ) Start Dwelling
4

04:00 1
|_IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|IIII|

A120-Plani [1]
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Select multiple outputs in the TV wall area and then right click to pop up a dropdown list. Click “Merge” to merge the

selected outputs. Refer to the interface as shown below.

@R TV Wall Client

[ @o Setup ‘
& Resource browse ] =
Channel group
& output
| 4 B31721617.42
wm 1 HDMI
wom 2 HDMI
wom 3_ HDMI
wm 4_HDMI
: L ————————
Del figuration
Initializing
Decorder Basic Configuration
Decoder Network Configuration
Decoder System Configuration
foupwt User Name:? CPU:18% Memory: 37% 2016-08-0617:30:48 i

You can also recover the merged outputs to the state before merging by —

clicking “Recover”. Refer to the picture as shown on the right. Merge

Initializing

Decorder Basic Configuration
Decoder Network Configuration

Decoder System Configuration

Click “Alarm Pop-up Configuration” and then draw the alarm popup window manually to complete the configuration.

Refer to the picture as shown below. You can also delete the alarm popup window.
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Initializing
Decorder Basic Configuration

Decoder Network Configuration

Decoder System Configuration

Here we only give a brief introduction of the operations of the decoder, please refer to the decoder’s user manual for
more detailed information.

5.3.4 Playback
click B on the right hand of “Resource browse” menu to go to playback interface. It can playback the record saved
in the storage server.

Select the date and event (like sensor record, motion record, etc.) you want to playback and then drag the channel into

the output screen which will display “Video Playback-XXX" as shown below. After that, you will see the playback
images on the TV Wall.

@ TV Wall Client

Video Playback-800W-9441E2_S00W-9441E2
5
28293031
4 5 6 7
Today: 2017/5/25

s ;!:; Record Search

V|Sensor Record  [V|Item Care Detec
V| Motion Record [V|Video Abnormal
V|Schedule Record | Line Crossing D¢

V|Manual Record  [V|Intrustion Detec
« i v

w2 6130 o
b w9 3.3.5-61.34-——
I wd name7-140
b wd192.168.63.82+80

|5} Pian Task Setting (/) Start Task

b wd Nameb . .
=| Save Plan = Save it as plan = Implement plai _# Dwell Settin
b &9192.168.63.86+80 (1] (4 > 1] save i save itasp [ implementptan [} Dwell Setting

4 @) name
w2 Name
4 &) 800W-9441E2
D D
1 Fﬁ 1 FW \‘ Fﬁ

m

4 @) 400w-61.11 mima:l i F
i= Channel group Plan1[1] Plan2[2] Plan3[3] Pland[4]
# output
fiVideo Playback User Name:C1 CPU: 68% Memory: 76% 2017-05-25 11:23:08
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5.3.5 Setup

In the TV Wall Client, you can set up channel group, channel-NO. mapping relation and import and export settings.

Please go to the TV Wall Client and click “Setup” button to pop up the following window.

TV wall

Virtual Matrix
Create Channel Group | Modify or Delete Channel Group

Channel-No.mapping relation

i Import or export setting
@ Import TV wall configuration | Export TV wall configuration

5.3.5.1 Create or Delete Channel Group
Go to TV Wall Client> Setup interface. Click “Virtual Matrix” button to go to the interface.

Channel group setting steps:
@® Click “Create Channel Group” button to create a channel group. Input the channel group name and number, select
the dwell time and then check and click “Add Channel” button to add channel to the group (refer to step @ for details)

and finally click “OK” button to save the settings.

Create, Modify, Delete Channel Group

Select channel group to modify or delete. The modification includes
channel addition or channel removal in the channel group.

?@am Channel Group & Modify [, Delete

Device Name Channel Name Channel NO.

@  Select a channel group and click “Modify” button.

Create, Modify, Delete Channel Group

Select channel group to modify or delete. The modification includes
channel addition or channel removal in the channel group.

%D Create Channel Group @odiD m Delete

Device Name Channel Name Channel NO.

4 Groupl[l] (0)
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Modify channel Group

Q Select item to change

Change the channel group name —
“ 5
i

L 8 -

Groupl

Modify Channel Scheme No.

Change the dwell time

Add or remove channels in the channel group

Manage other channel group information

® Click “Add or remove channels in the channel group” to go to the interface as shown below.
Select the channel in the lower area and then click ¥ icon to add the channel to the channel group. Select the channel

in the upper area and click ¥ icon to remove the channel from the channel group.

Add or remove channels in the channel group

Device Name Channel Name Channe...
4 Groupl (0)
Channel Name Channe...

% oK ]) Cancel

@  Click “OK” button to save the settings.

Click other relavant links in the “Modify Channel Group” interface to modify the channel group name, group number
and dwell time. If you want to delete the created group, please select this group and click “Delete” button to delete.
Having configured the channel groups, you can click “Channel group” on the left menu list of TV Wall Client to see
these group.

Click “Channel-No. mapping relation” in the TV Wall setup interface to go to the interface as shown below. Click
“Modify” button to modify the mapping relation between each channel and its channel number. Click “Export” button
to export the mapping relation table of the channels and their channel numbers (set the file name and path and then

click “Save” button).

Channel 0 Modify | | Export

4 [ The First Level (Online/Total:0/2)
4 O The Second Level (Online/Total:0/2)
4 ,192.168.50.149+80
wo CAMI [1]
4, 192.168.50.150+80
wo CAMI [2]
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5.3.5.2 Backup & Restore Settings of TV Wall Client

Go to TV Wall Client->Setup interface. Click “Import TV Wall Configuration” to restore the settings of TV Wall
Client.

Import TV wall configuration information

Please select the configuration file to import. The program needs to reboot after
successful import.

E OK } Cancel

': We recommend that you backup before import, whether to backup?
.

Select Yes to backup program configuration. Select No to import the configuration directly

ﬂ [ ves | [ mNo | E

Go to TV Wall Client>Setup interface. Click “Export TV Wall Configuration” to backup the settings of TV Wall
Client.

Export TV wall configuration information

Please input the storage path and file name of the configuration you want to
import. This file can be used to restore the original configuration.

Export '
1 oK I Cancel

e ———

Note: the channel group information can only be imported if the configuration file is from an unknown manufacturer

or the TV wall client of which the version is lower than that of the current TV wall client.
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6 Common NVMS-5000 Networking

6.1 Server Parameters Configuration

The system can meet different networkings by configuring server parameters. Authentication Server, Media Transfer
Server and PC-NVR’s parameters can be configured.
Configure the server parameters: here we take Media Transfer Server as an example. Click - on the top right

corner of the main interface to show the menu list. Refer to the picture as shown below. Click “Server Configuration
Parameters” to pop up the parameter settings interface. The “Service Port”, “Multi-network Card Router”, “LAN and

WAN Mapping” and “Operator Relation” will be introduced respectively.

Parameter Settings X

Service port | Multi-network Card Router | LAN and WAN Mapping | Operator Relation|

Internal Port: 6006

Auto report the 2009

About Media Server

User Manual
Server start and maintenance configuration
Setting changes take effect after reboot. ’ Apply ” OK ” Cancel l
< Eer\.rer configuration parameters >
Y F ————€S——i-—m—mm————

®  Service Port
There are two ports: Internal Port and Auto Report Port. Make sure that all the ports of all the servers are different; port

mapping in the WAN router and firewall of the servers is also necessary. Refer to the picture as shown below.

Parameter Settings X

Service port |Mu|ti—network Card Router | LAN and WAN Mapping | Operator Relation|

— Port mapping in the WAN router
Internal Port: 6006 and firewall of the servers| is
necessary.

1. When the IP address of the
DVR is dynamic and the server's
Auto report the _y is static, the auto report takes
effect; only the media server has
auto report port.
2. Port mapping in the WAN
router and firewall of the servers
is necessary.

Setting changes take effect after reboot. l Apply ” OK H Cancel l

e Multi-network Card Router

If the server has two network ports or above, you can set the local IP address of the server to connect to the specified
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devices or servers automatically. It is mostly used to meet the situation when the devices are spreaded out in two

network oprtators or above.

Parameter Settings x

Service port | Multi-network Card Router |LAN and WAN Mapping | Operator Relation|

Index Domain/IP Local IP IP address 50.XX

0 192.168.50.3 192.168.50.4 connects to Operatorl

1 office.meibu.com 192.168.504 network.

2 192.16851.3 192.168.514 IP address 51.XX

3 factory.meibu.com 192168514 connects to Operator2
network.

How to add a configuration item?

1. Click "Add" button to pop up a dialog window.

2. Input the domain name or IP address of the device.
3. Set local IP address.

4. Finally, click "Add" button to save the setting.

Add Delete

Setting changes take effect after reboot. l Apply ” OK ” Cancel ]
—_—

e LAN and WAN Mapping

You can set the mapping relation between the local IP address and the WAN network IP address. It is mostly used to

meet the situation when a client wants to access the system via WAN.

Parameter Settings X

‘ Service port | Multi-network Card Router| LAN and WAN Mapping | Operator Relation|

Index Local IP Network IP
0 192.168.50.4 58.251.86.194 [—» The WANIP address
1 192.16851.4 119.123.188.149 of the Operator1

* network

corresponding to local

The WAN IP address of the Operator2 IP address 50.XX.

network corresponding to local IP
address 51.XX.

How to add a configuration item?

1. Click "Add" button to pop up a dialog window.

2. Set local IP address.

3. Click "Get network IP" to obtain WAN IP address automatically.
4. Finally, click "Add" button to save the setting.

TS oo |
Setting changes take effect after reboot. l Apply ” OK ” Cancel ]

® Operator Relation
The local IP addresses of the server’s network ports connected to different operator netwroks should be set under a

system networking consisted of multiple operator networks. You should configure the Authentication Server’s Operator

Relation first before configuring media server’s.

Note: if one server’s Operator Relation is set, then all the servers’ Operator Relation should be set and be sure that the
setting sequences of the operator networks in each server are the same. If all the servers’ Operator Relation are not set,

the system will mark the IP addresses according to the value by default.




Parameter Settings X
‘ Service port | Multi-network Card Router | LAN and WAN Mapping | Operator Relation
Operatorl |192.168.50.4 '] [C] Manual Input
Operator2 |192.168.51.4 '] [T] Manual Input

Setting changes take effect after reboot. l Apply ” OK ” Cancel ]

6.2 NVMS-5000 Networking in a Private Network Environment

If all the servers and devices are in the private network environment, you should respectively allocate a static IP
address for each server and device and make sure that all the service ports of the servers are different. Refer to 1.2

System Components to see the system topology.

6.3 NVMS-5000 Networking with One Network Operator
6.3.1 Servers with the WAN Static IP Address and Devices with the WAN Dynamic IP Address

Servers: The servers in the LANs are connected to the Internet through routers and firewalls and each server has a
local IP address. Set the internal ports of all the servers and the auto report port of the media server and do port
mapping in the WAN router and firewall of the servers. The configuration of LAN and WAN mapping is also necessary

for all the servers. Refer to 1.2 System Components to see the system topology.

Devices: by auto report.

Step 1: Add devices in the Configuration Management Center and make sure “Auto Report” is checked when adding
the device. Then select the area and server, input the device name, device number, channel count, sensor count and
alarm out account and then click “OK” to save the settings. Run the Media Server after you add the device and
remember the device number.

Step 2: Login to the device to set its local settings. Login to the device system—Main Menu— Setup—Network—
Server to go to the interface. Check “Enable”, and then input the WAN static IP address of the media server in the
“Server” box and the set auto report port number of the media server in the “Server Port” box, the device number

mentioned in Step 1 in the “Device ID” box.

6.3.2 Servers and Devices both with the WAN Dynamic IP Address

Precondition: the WAN routers of all the servers and devices must have DDNS function and the DDNS (Dynamic
Domain Name Service) must have been enabled to map the dynamic IP adress and the domain name.
Servers: The servers in the LANs are connected to the Internet through routers and firewalls and each server has a

local IP address. Set the internal ports of all the servers and the auto report port of the media server and do port

mapping in the WAN router and firewall of the servers. Refer to 1.2 System Components to see the system topology.

Devices: by DDNS. Set the DDNS domain name and password in the WAN router.
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The servers’ IP addresses are dynamic, and it can make the system unstable, so it is not suggested.

6.4 NVMS-5000 Networking with Multiple Network Operators

Here we take the system networking consisted of Operatorl and Operator2 networks as an example. The system

topology is shown as below.

Front-end Access Background Monitor
Camera — Decoder 9Hir||t
IPC “ ) I _- l
ﬂ» . -
DVRNVR |
@ TVWall @
1\ -
\
Control Center
192.168.50
- 4 ‘ >
Authentication Server | Media Server PC-NVR IP-SAN
192.168.51
Ve & R
Operator2
’ TV Wall
— DVR!NVR ! -‘ I
(?nmcra; Cheat Dacorer Client
Front-end Access

Background Monitor )

Servers: all the servers in the control center must have two network ports. One network port of each server in the LAN
should be connected to the Operatorl network through the router and firewall and the other to the Operator2 network.
If the servers adopt the WAN dynamic IP addresses, then the WAN routers of all the servers must have DDNS function
and the DDNS must be enabled. Supposing that the local IP address of the network port which connects to the
Operatorl network is 192.168.50.XX, and the local IP address of the other which connects to the Operator2 network is

192.168.51.XX. The IP addresses and service ports of the servers can be set referring to the table as shown below.

. Local IPAddress Local IP Address Internal ——
Server Function Report
( Operatorl) ( Operator2) Port Port
. Device
q | Authentication |, .pentication 192.168.50.3 192.168.51.3 6003 _
Server . -
(including Web)
2 Media Server | Media Transfer 192.168.50.4 192.168.51.4 6006 2009
3 PC-NVR Store videos 192.168.50.5 192.168.51.5 6009 —
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Server parameters configuration:
®  Service Port
Set the internal ports of all the servers and the auto report port of the media server and do port mapping in the WAN

router and firewall of the servers.

e  Multi-network Card Router
Refer to the picture as shown below. Set the local IP addresses of the media server to connect to the IP addresses or

domain names of the specified devices and servers automatically.

Parameter Settings X

Service port | Multi-network Card Router |LAN and WAN Mapping | Operator Relation|

Index Domain/IP Local IP

0 192.168.50.3 192.168.50.4
1 office.meibu.com 192.168.504
2 192.168.51.3 192.168.514
3 factory.meibu.com 192168514

Setting changes take effect after reboot. l Apply ” OK ” Cancel l

e LAN and WAN Mapping
Refer to the picture as shown below. The configuration of LAN and WAN mapping is necessary for all the servers. The

network IP address should be set according to the real condition.

Parameter Settings X
| Service portl Multi-network Card Router‘ LAN and WAN Mapping |Operat0r Re\ati0n|
Index Local IP Network IP
0 192.168.50.4 58.251.86.194
1 192.168.514 119.123.188.149
Setting changes take effect after reboot. l Apply “ oK ” Cancel l

® Operator Relation
The Operator Relation should be set for all the servers. Refer to the picture as shown below. Set the local IP addresses
of the network ports connected to different operator networks one by one and be sure that the setting sequences of the

operator networks in each server are the same.
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Parameter Settings X
‘ Service port | LAN and WAN Mapping ‘ Operator Relation ‘
Add
Operatorl |192.168.50.3 '] [T Manual Input
Operator2 |192.168.51.3 v] [T Manual Input
Setting changes take effect after reboot. l Apply ” OK ” Cancel ]

e
Devices: if the servers adopt the WAN static IP addresses, then the device should auto report (refer to section 6.3.1 for

details); if the servers adopt the WAN dynamic IP addresses, then the device should enable DDNS ( refer to section

6.3.2 for details ).

6.5 Client Login via Different Network Environment
® In a private network ( or LAN ), input the private IP address ( or LAN IP address ) and port of the Authentication

Server to login to the client.
e If you want to login to the client via WAN, please make sure the Authentication Server and Media Transfer Server
are connected to the Internet; then input the domain name ( or WAN IP address ) and port of the Authentication Server

to login to the client.
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7 FAQ

1. How to modify the password by yourself?
Login to the monitor client and click Start->Modify Password to pop up a window as shown below. Input the current

password and new password and then click “OK” button to save the settings.

M< 'Modify Password

Current User
Current Password
*assword

MNew Confirm Password

ok | [Fcance |

2. Unable to login IE client.
1) Please checkup whether the Active X control is forbidden to download and refer to the operating environment in
5.2.1 Operating Environment of Web Client.

2) Please checkup whether the IP address input in the browser address bar is right.

Suppose the LAN IP address of the authentication server is 192.168.50.3, WAN IP address is 58.251.86.194, domain
name is authentication.meibu.com and Web port is 8088. If logging in to the IE client in LAN, please input
http://192.168.50.3:8088, or http://58.251.86.194:8088, or http:// authentication.meibu.com:8088; If logging in to the
IE client in WAN, please input http:// authentication.meibu.com:8088, or http://58.251.86.194:8088 ( only when the
WAN IP is a fixed IP, will it take effect).

3. The device information cannot be seen after the user logins to the monitor client.
1) Please checkup whether this user account is a administrator account. If this account is an operator account, please
checkup whether it has the authority to view the device information.

2) Please checkup whether the media transfer server of the device has been started.

4. The alarm information cannot be received after the user logins to the monitor client.

1) Please checkup whether the schedule of sensor alarm, motion detection alarm, etc. are set in the NVMS-5000
system.

2) As for remote login device in the monitor client, please checkup whether sensor alarm, motion detection alarm,

etc. of the remote login device have enabled

5. The images of online decoders cannot be seen after the user logins to the TV Wall client.

1) Please checkup whether the user has the authority to access the decoders.

6. The record cannot playback after the user logins to the monitor client.
1) Please checkup whether the storage server has been created.

2) Please checkup whether channels are added to the storage server.
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3) Please checkup the record schedules of the storage server are set correctly.

7. The configuration of devices cannot be modified remotely after the user logins to the monitor client.

1)  When the device configuration is required by the monitor client and pop up the prompt “Someone is configuring.
Please try later”, please open the IE browser to login to the device remotely and then go to “Info” = “Online user”
interface to see if there are any other users logging in.

2) Please go to the live to see whether the device is setting up.

3) If the problem still exists, please contact your device manufacturer.

8. The preview image on the client cannot display fluently.

1) Please check whether the CPU occupancy rate of the client platform is 100% or there still has usable memory.
This situation will not emerge when the CPU occupancy rate is less than 75% and there still has usable memory.

2) Please checkup whether the network environment is supported, including whether the uplink bandwidth of the
device and stream match and whether the downlink bandwidths of the media transfer server and the streams of all
channels of devices match.

3) Please checkup whether the media transfer server is overload operation.

9. After starting the authentication server and media transfer server, the storage server still cannot save.

1) Please checkup whether channels of devices are added to the storage server.

10. Why does the PTZ control interface is blank after the user goes to the monitor client?

You need to drag channels to the live preview area and then operate in the PTZ control interface.
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